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Preface

The information in this document was confirmed by the data stewards, business stakeholders, and subject matter experts documented  in this report at the time the models and documents were developed.  Any questions regarding the details of this information should be directed to the official data steward(s) for this domain.  Please contact the VHA Data Stewardship Program to obtain the names of the appropriate current stewards.
Once the IMSR is approved by the data steward, it will be available on BIA’s public site for general VHA access.
Models in this IMSR may reflect classes that belong to one domain, but have attributes that are owned by another.  These will be notated accordingly in the models and in the metadata dictionary for the model.
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[bookmark: _Toc306268207]Introduction 
1.0 [bookmark: _Toc183350269][bookmark: _Toc199650096][bookmark: _Toc306268208]Purpose 
This Information Modeling summary report and models delivered are the result of a project for the Patient Identity Management Domain carried out by the Health Systems Business Information Architecture Team (BIA) between December 2010 and April 2011.  
Patient Identity Management Domain (PIdM) consists of the ability to manage a unique list of patients and a current list of VAMCs (Veterans Affairs Medical Centers) where each patient has been seen as well as any other systems of interest for these patients. This enables the sharing of patient data between operationally diverse systems. 
[bookmark: _Toc183350270][bookmark: _Toc199650097][bookmark: _Toc306268209]Scope 
This report and models only capture information to the level of fidelity that was agreed upon from the Business Information Architecture Domain Scope Statement.
The following systems were leveraged as source of information as needed for representing the PIdM:
· Master Patient Index (MPI)
· Person Service Identity Management (PSIM)
The scope of this domain is currently the VHA patient. It is understood that future information modeling efforts may alter the boundaries and content of this domain.

[bookmark: _Toc199650099][bookmark: _Toc306268210]Background
The Patient Identity Management domain is a core information domain that is integral to the successful implementation of twenty-one (21) projects related to the sixteen (16) Major Strategic Initiatives (MSI).  The Patient ID Management domain is not currently represented in either the FHIM or VHIM models so there are no known existing models to leverage as a reference.  
The majority of clinical applications and many of the administrative applications rely on the PIdM domain. 

[bookmark: _Toc199650100]

[bookmark: _Toc306268211]Goals and Objectives 
The goals of the project included:
· The development of information artifacts for the current state (As-Is) of  the  PIdM domain including: 
· The High Level Conceptual Information Model that illustrates summary information concepts at the domain level.
· The Logical Information Models that provide clarity and easy to understand guidance of the domain information structure, classification and requirements
· The Information Business Rules Matrix that reflects business rules that are depicted in the information models to provide clarity and purpose to the information.
· The domain Data Dictionary that establishes a common information lexicon defined at the enterprise level 
· Documentation that can be leveraged by the business to help illustrate opportunities for information improvement
· Providing guidance and assistance to the enterprise to leverage architecture as part of major strategic initiatives 
· Providing a visual representation of the patient identity domain current state on which to build future capability and functionality

[bookmark: _Toc306268212]Assumptions 
The project team worked under the following assumptions:
· That current documentation was accurate and up to date
· That subject matter expertise would be readily available
· The team would receive timely feedback on deliverables

[bookmark: _Toc199650101][bookmark: _Toc306268213]Overall Approach 
The Data Gathering phase was comprised of:
· Working sessions with subject matter expert (SME) -  business and technical
· Independent team research of available artifacts
· BIA Team modeling sessions
· Model review sessions with the SMEs & the BIA Team
Following each data gathering effort, information models and data dictionaries were developed and/or updated. 
[bookmark: _Toc199650103][bookmark: _Toc306268214]Outcome and Findings 
Both business and technical SMEs were necessary to complete the work
While the majority of the information needed to formulate the Patient Identity was gathered through documentation and interview with SMEs from the HCIdM office, there was a significant amount of gaps of information that needed to be collected through collaboration with the OI&T lead developer for Patient Identity. In particular, assistance was needed to clarify the exceptions rules as well as how common system capability interfaced with the MPI system.
The Patient Identity Domain is integral to the definition of Person Demographics Domain
There is significant overlap between the Patient Identity Domain and the Person Demographics and Enrollment domains. It will be necessary to reference some of the classes from the Patient Identity domains in the Person Demographics and Enrollment/Eligibility Domain models in order to properly realize those domains. In addition, many attributes of the Person Demographic domain are referenced within the Patient Identity Domain as identity trait attributes, and will therefore need to be included in the Patient Identity logical models once those domains are modeled and approved.  
Classes within the Patient Identity Domain will be referenced by domains that requires unique patient identification
Most clinical domains will require at a minimum the PersonIdentifier class from Patient Identity to be included within their domains. It is also possible that the PatientPrimaryView class will be referenced in other administrative and clinical domains as well.


[bookmark: _Toc199650104][bookmark: _Toc306268215]Stakeholders 
Domain Business Owner:
Beth Franchi 
Data Steward:
Jackie Houston – HC IdM Program Manager
Stakeholders:
Danny Reed
Sara Temlitz
Colleen Tribby 
Shelley Tunnell 

Contributors:
Marlene Creamer
Angela Huss
Capri Lee
Leslie McClure
Carol Turner
Kimberly Womack
[bookmark: _Toc306268216]Information Domain CLASS Diagrams
The following table is a summary matrix of model objects and business rules identified for the Patient Identity Management Domain.
	Object / Model Level
	CIM
	LIM

	Classes
	 11
	 18

	Attributes
	N/A
	104

	Enumerations
	N/A
	 16

	Associations
	 15
	 25

	Common classes that serve as a universal class which is shared by many domains.
	 3
	 4

	Reference Domains – Domains that may be impacted by changes to the Patient Identity Domain or that share attributes.
	Persons Demographics, Eligibility/Enrollment, Laboratory, Pharmacy, Inpatient Admissions, Encounters
	

	Business Rules
	N/A
	135





[bookmark: _Toc306268217]OVERALL Patient Identity management Information domain


Figure 1: Patient Identity Management Conceptual Information Model
[bookmark: _Toc184401849]
Note: Double click on the image above to open as a pdf

[bookmark: _Toc306268218]DETAILED patient identity management Information domain


Figure 2: Patient Identity Management Logical Information Model

Note: Double click on the image above to open as a pdf
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Figure 3: Patient Identity Management Enumerations

Note: Double click on the image above to open as a pdf



[bookmark: _Toc306268220]information model business rules
Information Model Business Rules serve to define concepts and the relationships between concepts important to VHA business programs.  As such, they are central to the development of information models and ensure the consistency and precision of communication shared internally within the VHA and with external stakeholders.  Information Model Business Rules help populate the BIA Data Dictionary and are visualized graphically in the Conceptual and Logical Information Models produced for domains and projects.  As an artifact, the Business Information Architecture (BIA) team documents these important business elements in the Stakeholder Business Rule Matrix.







[bookmark: _Toc306268221][bookmark: _Toc72656805][bookmark: _Toc76352826][bookmark: _Toc99269555]DatA Dictionary 
The data dictionary currently resides in an MSAccess Database which is maintained by Business Information Architecture.  The attached spreadsheet is specific to Patient Identity Management.  The spreadsheet contains four tabs, one each for Classes, Attributes, Enumerations and Enumeration Values as identified in the Patient Identity Management Logical Information Model.
The Class tab contains the class names and class definitions.
The Attribute tab contains the class names, attribute names and attribute definitions.
The Enumeration tab contains the enumeration names and enumeration definitions.
The Enumeration Values tab contains the enumeration names, enumeration values and enumeration value descriptions.
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[bookmark: _Toc306268224]APPENDIX A: REFEReNCES 
[bookmark: _Toc182821290][bookmark: _Toc525460616]Patient Identity Management website key documents:
· VeHU_2007-Identity_Management-Uniquely_Identifying_Patients.ppt 
· ID_Mgmt_Business_Requirements_Guidance.pdf
· MPI_PD_VistA_User_Manual.doc
· MPI_Technical_Manual.pdf
· PSIM_SAD.pdf (Person Service Information Mgmt Software Architecture Document)  
· IdM Toolkit Users Manual
· Introduction of Primary View on the Master Patient (ppt)
· ITC 2004 ADPAC How to Merge a Duplicate Patient Record in Vista (ppt)
· ITC 2004 ADPAC Master Patient Index and the Importance of Data Quality  (ppt)
· ITC 2008 Identity Management in Our Changing Environment  (ppt)
· MPI_PD Exception Handling
· MPI Users Manual
· MVI Technical Manual
· Common Business Rules Document
· PIdM New Registration Employee Checklist
· UML for Business Community v2





Directives and regulations: 
· VHA Directive 2009-021 Data Entry Requirements for Administrative Data 
· VHA Directive 2006-036 Data Quality Requirements for Identity Management and the Master Patient Index Functions 
· VHA Directive 2007-037 Identity Authentication for Health Care Services 
· VHA Handbook 1050.01 National Patient Safety Improvement Handbook 
· VHA Handbook 1907.1 Health Information Management and Health Records 
· VHA Handbook 1907.05 Repair of Catastrophic Edits to Patient Identity 
· Joint Commission National Patient Safety Goals- Goal 1- Improve the accuracy of patient identification 
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PIdM Business Rules Matrix_5_27_11.xlsx
Common Bus Rules_All

		STAKEHOLDER BUSINESS RULE MATRIX:  All Rules

		Business Reference:		Identity Management Services (VA IdM)
Business Rules Document , V.04

				August 2010

		Business Rule		Proposed Information Concept		Citation		Class		Attribute		Enumerations		Comment From Reference		Comment from BIA Team		BIA Action Item		SME Action Item		Comments from SME

		The Identity Hub will utilize the following traits in the Initiate Algorithm.
 Legal Name (first, middle, last name)
2. Alias Names  (first, middle, last name)
3. Date of Birth
4. Physical Street Address (Line1, Line2, Line3, Zip code)
5. Home Phone Number  (Country Code, Area Code and Number)
6. SSN
7. Gender				Chap. 2.1,Identity Hub Search Traits		Patient Primary View




Patient Demographics (Reference Class)		name:PatientIdentityName 
dateOfBirth:Date
SSN:SSN
gender: Genderlist

Physical Street Address (Line1, Line2, Line3, Zip code) 
Home Phone Number  (Number)						[5/25/11]Should the Alias Name be removed from the Primary View class in the model?  
[Per Collen] Alias is still used in the Primary View but it is not used on the identity hub.  What about the Alias Name Last Update Date (MPI Control Info class)?[Per Collen] This a technical question but she thinks it has nothing to do with ALIAS Name's removal from this particular Business Rule.		BIA team will need to Include recent changes implemented for Identity Hub Traits. This would include any changes to information that will take effect in 6/2011,		Provide Update to Identity Hub Search Traits (Colleen)		Alias Names  (first, middle, last name) is no longer part of the probabilistic determination on the identity hub. (Per Shelly T, Business SME)
Home Phone only includes 7 digit number, does not include area code or country code. (Per Shelly T, Business SME)
"Row 7, remove reference to ALIAS NAMES.  That is a defect in the software and is being addressed in this current release we started UAT’ing last week.  It was never a business rule."  [email: From: Tribby, Colleen (Perot Systems), Sent: Tuesday, May 24, 2011 5:42 AM]

		The check on IEN from HealtheVet Application is a safety check and an invalid IEN should be captured .		IEN Status (EV: Valid, Invalid)?		Chap. 2.3, Source ID		Source Id		<<IEN>> internalIdentifier						Do we need an enumerated exception type for the IEN.		Work w/ SME to identify if new concept is captured. If so, then we will account for it.		Clarification Needed		Obsolete Rule (Per Danny Reed)

		If the Source ID is from a HealtheVet Application with an Institution Type of “other”, then the IEN should be alpha-numeric with one optional period, i.e. [a-z][A-Z][0-9][.].		Institution Type:( EV: Other, ?)		Chap. 2.3, Source ID, Para. 3		Institution		No Existing Attribute						What are the valid values for institution type? Has the institution type been replaced by facility type? or is this a future implementation? 

We need clarification on whether the IEN is alpha/numeric or numeric.		Work w/ SME to identify if new concept is captured. If so, then we will account for it.		Clarification Needed		The INSTITUTION STATION# is alpha-numeric.  That is the value that uniquely references a system/application within MVI.  For HeV applications as well as in other future integrated systems/apps we have established a pattern to create these INSTITUTION entries as INSTITUTION type "OTHER" and INSTITUTION value to be an extension off of a primary STATION# (i.e. 3 digit value) with 2 to 3 alpha values. (Per Danny Reed)

		Person Correlation (Trait History) Update Status values are 
• A-Accepted
• P-Pending
• R-Rejected
• C-Rejected Catastrophic
• Rejected Erroneous				Chap. 2.4, Person Correlation (Trait History) Update Status, Para. 1		Patient Correlation		correlationUpdateStatus; CorrelationUpdateStatusList		• A-Accepted
• P-Pending
• R-Rejected
• C-Rejected Catastrophic
• Rejected Erroneous)				Created the Patient Correlation class. 

Per conversation with Danny Reed Patient Correlation is tracked to the Person Identifier and not the System of Interest.		No Action		No Action

		The Person Correlation update status will always be set to “Accepted” if any of the four primary identity traits are not modified or if the request is for non-patient.		Patient Type: Patient/Non Patient?		Chap. 2.4, Person Correlation (Trait History) Update Status, Para. 2		Patient Correlation		No Existing Attribute						Currently we understand correlation to relate strictly to patients.  Is it safe to assume that in the future this will change.  Do we need an attribute to reflect both patients and non-patients.		Work w/ SME to identify if new concept is captured. If so, then we will account for it.		Clarification Needed		The processes and systems are setup to support PERSON.  However, the business rules are setup to be more specific to patient and non-patient. (Per Danny Reed)

		When an Update is received from ESR and one or more of the primary identity traits are changed from “null to a value” or “value to another value” then the update status will be set to “Pending.”		Person Identity Trait  Change Type (EV: “null to a value” or “value to another value”)?		Chap. 2.4, Person Correlation (Trait History) Update Status, Para. 3		Patient Correlation		No Existing Attribute						Is their an audit log of primary identity trait change management?
Where does this audit log reside? MPI? Demographics? Enrollment?
If there is an audit log, we will annotate on the model. We will not create a new class.		Create the Identity Trait Audit Class.
Work w/ SME to identify if new concept is captured. If so, then we will account for it.		Clarification Needed		Yes.  The PV audit is stored in two different DBs.  In the PSIM side ADR PS_PERSON_TRAIT_HISTORY.  And also in the MPIs AUDIT (#1.1). (Per Danny Reed)

		The following status values are valid for the Person correlation:
1. A-Active
2. D-Deprecated from a Duplicate
3. M-Deprecated from a Mismatch
4. U-Deprecated from an Unlink
5. H – Deprecated from a Local Merge)		Person Correlation Status ( EV: 
1. A-Active
2. D-Deprecated from a Duplicate
3. M-Deprecated from a Mismatch
4. U-Deprecated from an Unlink
5. H – Deprecated from a Local Merge)		Chap.2.5, Person Correlation (Trait History) Status Person Correlation (Trait History) Update Status. Para 1		Patient Correlation		correlationStatus: CorrelationStatusList						Created the Patient Correlation class. 

Per conversation with Danny Reed Patient Correlation is tracked to the Person Identifier and not the System of Interest.		No Action		No Action

		If there is a single Member with the highest threshold score then return the ICN for that Member.				Chap.2.6 Matching Business Rules (Tie Breaker),  Match Threshold Tie Breaker Rules.xls, Sheet 1,				No Existing Attribute						Member : is this a synonym for person or patient?
Collen asked that we combine the tieb reaker rules from Row 14-19 and add Member Tie breaker rules from the Match Tie Breaker Rule Spreadsheet. Reference Row:  86		Process Model Decision
No Action		No Action

		If All Members have the same ICN then Return the ICN.				Chap.2.6 Matching Business Rules (Tie Breaker),  Match Threshold Tie Breaker Rules.xls, Sheet 1,				No Existing Attribute						Member : is this a synonym for person or patient?
Collen asked that we combine the tieb reaker rules from Row 14-19 and add Member Tie breaker rules from the Match Tie Breaker Rule Spreadsheet. Reference Row:  86		Process Model Decision
No Action		No Action

		Return the ICN with the highest number of Id Traits (First, Last, Middle, DOB, SSN, SSN Verified, MMN, Gender)		ID Traits Value (EV: 1, 2, NA)		Chap.2.6 Matching Business Rules (Tie Breaker),  Match Threshold Tie Breaker Rules.xls, Sheet 1,				No Existing Attribute						Collen asked that we combine the tieb reaker rules from Row 14-19 and add Member Tie breaker rules from the Match Tie Breaker Rule Spreadsheet. Reference Row:  86		Process Model Decision
No Action		No Action

		Return the ICN with the most current Date Last Treated		Date Last Treated		Chap.2.6 Matching Business Rules (Tie Breaker),  Match Threshold Tie Breaker Rules.xls, Sheet 1,				No Existing Attribute						Collen asked that we combine the tieb reaker rules from Row 14-19 and add Member Tie breaker rules from the Match Tie Breaker Rule Spreadsheet. Reference Row:  86		Process Model Decision
No Action		No Action

		Return the ICN with the highest number of Internal Correlations (VistA Correlations)		Correlation (Class)
internalCorrelation;(EV: all treating facilities)
externalCorrelation: (EV: HDR, FHIE/BHIE, MHV, ESR, etc.)		Chap.2.6 Matching Business Rules (Tie Breaker),  Match Threshold Tie Breaker Rules.xls, Sheet 1,				No Existing Attribute						Collen asked that we combine the tieb reaker rules from Row 14-19 and add Member Tie breaker rules from the Match Tie Breaker Rule Spreadsheet. Reference Row:  86		Process Model Decision
No Action		No Action

		Return the ICN with the highest Integer Value		Correlation Integer Value		Chap.2.6 Matching Business Rules (Tie Breaker),  Match Threshold Tie Breaker Rules.xls, Sheet 1,				No Existing Attribute						Collen asked that we combine the tieb reaker rules from Row 14-19 and add Member Tie breaker rules from the Match Tie Breaker Rule Spreadsheet. Reference Row:  86		Process Model Decision
No Action		No Action

		The service shall maintain a history of all Identity Profile (Primary View and Correlated) trait changes.				Chap. 2.7,  History,  Para.1		PatientCorrelation		correlationStatus: CorrelationStatusList
correlationUpdateStatus:CorrelationUpdateStatusList
lastUpdateDate: Datetime
deactivatedDate:Datetime
dateLastTreated:Datetime
originalCreationDatetime:Datetime
orginalCreationFacility
createdBy				The following business rules apply when a Primary View or correlation is deprecated (deactivated).		Do the SME's manage a separate audit trails for demographics versus primary view traits?
Should it be a subclass of Patient Primary view?		No Action		No Action

		History information may not be purged.				Chap. 2.7,  History,  Para.2		Patient Correlation		lastUpdateDate: Datetime
deactivatedDate:Datetime
eventReason:EventReasonList
originalCreationDatetime:Datetime
orginalCreationFacility
createdBy								No Action		No Action

		The service shall maintain audit trail information for all Identity Profile (Primary View and Correlated) changes.				Chap.2.8 Audit Info,  Para 1		ResolutionJournal		resolutionJournallCaseNum
SSN
resolutionNote:String
caseWorker:String
status
caseOpen:Datetime
caseClosedDatetime: Datetime
contactedDate: Date
contactedNote: String
problemDescription
associatedNOISd				The following business rules apply to maintain a history of when a user makes a change to the correlations and/or Primary View.		Do the SME's manage a separate audit trails for demographics versus primary view traits? Do we need to create an Identity Trait Audit Class?		No Action		No Action

		Audit trail information will include the user who made the change.				Chap.2.8 Audit Info,  Para 2		ResolutionJournal		caseWorker:String						Is it just a name or do or do they track it to a reference table/file?		No Action		No Action

		Audit trail information will include the date/time the change was made.				Chap.2.8 Audit Info,  Para 2		ResolutionJournal		caseOpen:Datetime
caseClosedDatetime: Datetime				The following business rules apply to maintain a history of when a user makes a change to the correlations and/or Primary View.		How what degree to they track it? Traditional Time Stamp? Abbreviated Time Stamp? 
Are time zones noted?		No Action		No Action

		Audit trail information must never be purged.		?		Chap.2.8 Audit Info,  Para 3		ResolutionJournal		No Existing Attribute						Process Model Decision.
The following business rules apply to maintain a history of when a user makes a change to the correlations and/or Primary View.
This probably should be decomposed for each trait.  Does this mean just primary view traits or all captured traits?		Process Model Decision
No Action		No Action

		The audit should also provide the before and after values.		Person Identity Trait  Old Values 
Person Identity Trait New Values
Should these be decomposed by specific trait value?		Chap.2.8 Audit Info,  Para 4		ResolutionJournal		No Existing Attribute				The following business rules apply to maintain a history of when a user makes a change to the correlations and/or Primary View.		If there is an audit log, we will annotate on the model. We will not create a new class.		Work w/ SME to identify if new concept is captured. If so, then we will account for it		Clarification Needed		On the PSIM side, this is accomplished with deprecating the previous record and creating a new record with the new traits.  On the MPI side, the AUDIT file stores just the fields that is changed with the before and after values. (Per Danny Reed)

		The mandatory traits (SURNAME, DOB, GENDER, and SSN) must be complete and in proper format for an entry to be designated with the IdState of PERMANENT				Chap.2.9 VPID IDState Rules, 2.9.1 Permanent IDState, Para 1		Patient Primary View		identificationState: IdentificationStateList		Permanent				We will consider various methods to document constraints (e.g., OCL, Annotations, etc.)		Further Analysis		No Action

		Entries with an IdState of PERMANENT may not be converted to an IdState of TEMPORARY.				Chap.2.9 VPID IDState Rules, 2.9.1 Permanent IDState, Para 1		Patient Primary View		identificationState: IdentificationStateList		Permanent				We will consider various methods to document constraints (e.g., OCL, Annotations, etc.)		Further Analysis		No Action

		Entries with an IdState of PERMANENT will be viewable, matched to and available for all applications and services.				Chap.2.9 VPID IDState Rules, 2.9.1 Permanent IDState, Para 1		Patient Primary View		identificationState: IdentificationStateList		Permanent				We will consider various methods to document constraints (e.g., OCL, Annotations, etc.)		Further Analysis		No Action

		Entries with an IdState of TEMPORARY will not be viewable and cannot be matched during patient lookup or available for applications or services, except in specific cases.				Chap. 2.9 VPID IDState Rules, 2.9.2 Temporary IDState, Para 1		Patient Primary View		identificationState: IdentificationStateList		Temporary				We will consider various methods to document constraints (e.g., OCL, Annotations, etc.)		Further Analysis		No Action

		Entries whose SURNAME starts with two leading Zs shall be assigned an IdState of TEMPORARY.				Chap. 2.9 VPID IDState Rules, 2.9.2 Temporary IDState, Para 2		Patient Primary View		identificationState: IdentificationStateList		Temporary				We will consider various methods to document constraints (e.g., OCL, Annotations, etc.)		Further Analysis		No Action

		Entries with an SSN that has 5 leading zeros shall be assigned an IdState of TEMPORARY.				Chap. 2.9 VPID IDState Rules, 2.9.2 Temporary IDState, Para 3		Patient Primary View		identificationState: IdentificationStateList		Temporary				We will consider various methods to document constraints (e.g., OCL, Annotations, etc.)		Further Analysis		No Action

		Entries whose SURNAME contains “Merging” (the record is in the process of being merged via the Duplicate Record Merge software) or “Merge” (site’s version of noting FROM record), will be assigned an IdState of TEMPORARY and if shared Treating Facilities, an exception will be logged.  Shared Treating Facilities in this instance include only VAMCs.				Chap. 2.9 VPID IDState Rules, 2.9.2 Temporary IDState, Para 4		Patient Primary View		identificationState: IdentificationStateLis
name		Temporary				We will consider various methods to document constraints (e.g., OCL, Annotations, etc.)		Further Analysis		No Action

		If existing entries are edited to remove the leading ZZs and modify the SSN, they will subsequently be re-evaluated and the determination made if they should be assigned the IdState of PERMANENT.				Chap. 2.9 VPID IDState Rules, 2.9.2 Temporary IDState, Para 5		Patient Primary View		identificationState: IdentificationStateList
SSN		Permanent				Where and how will the exception be logged?
Galen in not ready to use OCL as a constraint language.  Lacks maturity.  Robert is in agreement with this stance.		Add Comment regarding data anomalies in model.
Notate in Data Dictionary in comment section regarding particular attribute.		Clarification Needed/Confirm valid business rule		No, if a record is changed from a real patient to a test patient (either ZZ leading name or 5 leading zero SSN) then the edit is rejected and sync back to the original values.   The same is true in the opposite direction as well.  (Per Danny Reed)

		If SURNAME or DOB or GENDER equals null or DOB has no year, the entry will be marked TEMPORARY and an exception will be logged.				Chap. 2.9 VPID IDState Rules, 2.9.2 Temporary IDState, Para 6		EnterpriseIdentity

Patient Primary View



MPIExceptionType		identificationState: IdentificationStateList

name
dateOfBirth
gender

MPI ExceptionTypeList(?)		Temporary




MPIExceptionTypeList				Where and how will the exception be logged?
Galen in not ready to use OCL as a constraint language.  Lacks maturity.  Robert is in agreement with this stance.		Add Comment regarding data anomalies in model.
Notate in Data Dictionary in comment section regarding particular attribute.		Clarification Needed/Confirm valid business rule		Surname is required in order to create a ICN Person record.  And to my knowledge (have to verify) but I do not believe these scenario's generate an Exception. 
Here are the temporary ID State rules:
If 
• 2 leading 'Z's for name OR 5 leading '0's for SSN is a test patient
• Name contains 'MERGE ' or 'MERGING' (log exception if shared with other TFs)
• SURNAME OR DATE OF BIRTH OR GENDER equals null OR DOB has no year.
• DATE OF BIRTH is imprecise AND SSN equals null.
• 3 leading 'E's for SURNAME.
(Per Danny Reed)

		Any entry that contains an imprecise DOB and the SSN is null, an IdState of TEMPORARY will be assigned, and an exception will be logged.				Chap. 2.9 VPID IDState Rules, 2.9.2 Temporary IDState, Para 7		Patient Primary View



MPIExceptionType		identificationState: IdentificationStateList
dateOfBirth
SSN

MPI ExceptionTypeList(?)		Temporary		Targets Incomplete or Inaccurate Entries:		Where and how will the exception be logged?
Galen in not ready to use OCL as a constraint language.  Lacks maturity.  Robert is in agreement with this stance.		Add Comment regarding data anomalies in model.
Notate in Data Dictionary in comment section regarding particular attribute.		Clarification Needed/Confirm valid business rule		 I do not believe this initiates an exception anymore.   (Per Danny Reed)

		Any entry that contains three leading ‘E’s for SURNAME, will be assigned an IdState of TEMPORARY and an exception will be logged.				Chap. 2.9 VPID IDState Rules, 2.9.2 Temporary IDState, Para 8		Patient Primary View



MPIExceptionType		identificationState: IdentificationStateList
name


MPI ExceptionTypeList(?)		Temporary		Targets Incomplete or Inaccurate Entries:		Where and how will the exception be logged?
Galen in not ready to use OCL as a constraint language.  Lacks maturity.  Robert is in agreement with this stance.		Add Comment regarding data anomalies in model.
Notate in Data Dictionary in comment section regarding particular attribute.		Clarification Needed/Confirm valid business rule		 I do not believe this initiates an exception anymore.   (Per Danny Reed)

		Entries designated with a TEMPORARY IdState can be converted to an Id State of PERMANENT, or DEACTIVATED.				Chap. 2.9 VPID IDState Rules, 2.9.2 Temporary IDState, Para 9		Patient Primary View		identificationState: IdentificationStateList,		Temporary, Permanent, Deactivated		Targets Incomplete or Inaccurate Entries:		We will consider various methods to document constraints (e.g., OCL, Annotations, etc.)		Rephrase 
Add Comment regarding data anomalies in model.		No Action

		An entry that is deprecated from another entry that has been designated with an IdState of PERMANENT, as a result of a mismatch, will be assigned an IdState of TEMPORARY until further proofing is done.				Chap. 2.9 VPID IDState Rules, 2.9.2 Temporary IDState, Para 10		Patient Primary View		identificationState: IdentificationStateList,		Temporary, Permanent,		Targets Incomplete or Inaccurate Entries:		We will consider various methods to document constraints (e.g., OCL, Annotations, etc.)		Add Comment regarding data anomalies in model.		No Action

		An entry is marked DEACTIVATED if the fields SURNAME, SSN, DOB, and CMOR are all null.				Chap. 2.9 VPID IDState Rules, 2.9.3 Deactivated IDState, Para 1		Patient Primary View		identificationState: IdentificationStateList,		Deactivated				Where and how will the exception be logged?
Galen in not ready to use OCL as a constraint language.  Lacks maturity.  Robert is in agreement with this stance. 

CMOR is obsolete		Add Comment regarding data anomalies in model.
Notate in Data Dictionary in comment section regarding particular attribute.		Clarification Needed/Confirm valid business rule		References old process.  That is technically true and was executed as a one-time process run to address older records but with the new software this is not technically possible to have this combination since the software requires at a minimum SURNAME. (Per Danny Reed)

		Entries with an IdState of DEACTIVATED will not be selectable ICN/VPIDs during patient lookup or available for applications or services. These entries will be considered available for historical purposes only and will be screened from the results of the probabilistic search algorithm.				Chap. 2.9 VPID IDState Rules, 2.9.3 Deactivated IDState, Para 2		Patient Primary View		identificationState: IdentificationStateList,		Deactivated				Will consider adding verbiage in annotations to ensure that rules are noted.		Process model decision.		No Action

		An entry that deprecated from another entry that has been designated with an IdState of PERMANENT, as part of the resolution of a duplicate entry, will be assigned an IdState of DEACTIVATED.				Chap. 2.9 VPID IDState Rules, 2.9.3 Deactivated IDState, Para 3		Patient Primary View		identificationState: IdentificationStateList,		Permanent, Deactivated				Will consider adding verbiage in annotations to ensure that rules are noted.		Process model decision.		No Action

		Entries that do not contain adequate uniquely identifying information and contain no information of clinical relevance will be manually assigned the IdState of DEACTIVATED.				Chap. 2.9 VPID IDState Rules, 2.9.3 Deactivated IDState, Para 4		EnterpriseIdentity

MPIBusinessRules		identificationState: IdentificationStateList,		Deactivated				We believe that the MPIBusinessRule Class reflects this requirement.		Process model decision.		Confirmation Needed		MPI db is synchronized as it relates to correlated records to the PSIM ADR datastore without rules. (Per Danny Reed)

		Once an entry is assigned an IdState of DEACTIVATED, it will no longer be eligible to become PERMANENT or TEMPORARY.				Chap. 2.9 VPID IDState Rules, 2.9.3 Deactivated IDState, Para 5		Patient Primary View		identificationState: IdentificationStateList,		Temporary, Permanent, Deactivated				Will consider adding verbiage in annotations to ensure that rules are noted.		Process model decision.		No Action

		These ( Potential Identity Change Exception Rules) rules apply to Potential Identity Change Exceptions for both Patient (CATASTROPHIC) Record Edits and for Person (ERRONEOUS) Record Edits.		Patient (CATASTROPHIC) Record Edits 
Person (ERRONEOUS) Record Edits		Chap 2.10 Potential Identity Change Exception Rules, Note		MPIBusinessRules
PotentialIdentityChangeException								We believe this means that data that is moved btwn MPI Austin and PSIM db are not validated by Pot. Id. Change Exception Rules		Get Confirmation from SME (D. Reed)		Confirm		All update requests from other systems are subject to all rules that currently exist on the MPI.  All updates are run through a couple of sets of rules: Data Rules and business rules in which Potential Cat Edit is one of the business rules that if identified logs a "Potential Identity Change" exception. (Per Danny Reed)

		Update requests from MPI to PSIM are not validated against the POTENTIAL IDENTITY CHANGE rules.				Chap 2.10 Potential Identity Change Exception Rules, Para 1		MPIBusinessRules?								Exception		No Action		No Action

		Update requests from the IdMToolkit are not validated against the POTENTIAL IDENTITY CHANGE rules.				Chap 2.10 Potential Identity Change Exception Rules, Para 2		MPIBusinessRules?		No Existing Attribute		ProblemCategoryList				Needs to be noted in use case process models for the IdM Toolkit path for updates.
Exception		Process Model Decision
No Action		No Action

		Update requests from all other Systems of Interest are validated against the POTENTIAL IDENTITY CHANGE rules.		Potential identity Change Rules		Chap 2.10 Potential Identity Change Exception Rules, Para 3		MPIBusinessRules
Systems of Interest								Exception		Get Confirmation from SME (D. Reed)		Confirm		All update requests from other systems are subject to all rules that currently exist on the MPI.  All updates are run through a couple of sets of rules: Data Rules and business rules in which Potential Cat Edit is one of the business rules that if identified logs a "Potential Identity Change" exception. (Per Danny Reed)

		When a Primary View or a Person Correlation record is updated, and the update changes two or more of the following identity traits {First name, Last name, DOB, SSN, Gender} then the update generates a POTENTIAL IDENTITY CHANGE Exception.				Chap 2.10 Potential Identity Change Exception Rules, Para 4		PotentialIdentityChangeException		name: PatientIdentityName
SSN
status: CatastrophicEditStatusList
gender
dateOfBirth: Date						Identity Mgmt. Service master glossary - Pg. 19. Def for Exception - #2 IdM definition. An identity mgmt. or data quality task that has encountered an error in person data. Examples: Potential duplicate identity on MPI/ADR, Potential Identity Change - Catastrophic Edit, Potential Mismatch		Clarify exceptions concepts/types and how we use them in the information. (Is this unique handling to MPI or is this overall exception that is enumerated in exceptions.		No Action

		POTENTIAL IDENTITY CHANGE rules apply to “Legal” names only.				Chap 2.10 Potential Identity Change Exception Rules, Para 5		PatientPrimaryView


MPI Exception Type		Name						Exception		Annotate it in the model		No Action

		The NAME identity trait is made up of multiple components. The primary components for identity purposes are FIRST and LAST name. Components such as MIDDLE NAME, PREFIX, and SUFFIX are not currently used for automated Identity Management, but are used for secondary and tertiary matching and may be incorporated into automated Identity Management, in the future.				Chap 2.10 Potential Identity Change Exception Rules, Para 6		PatientPrimaryView		Name:PatientIdentityName 
dateOfBirth:Date
SSN:SSN
gender: Genderlist

Physical Street Address (Line1, Line2, Line3, Zip code) 
Home Phone Number  (Number)						Exception		Annotate it in the model		No Action

		A change to any combination of components for NAME is considered a change to one identity trait, for the POTENTIAL IDENTITY CHANGE rules.  For example, name change from “PSuser One” to “PSuser Two” or “PShero Two” would both be considered a change to one trait from a POTENTIAL IDENTITY CHANGE perspective. NOTE: PShero and PSuser is a fictional name and any similarity with real persons living or dead is purely coincidental.		Potential identity Change Rules		Chap 2.10 Potential Identity Change Exception Rules, Para 7		PatientPrimaryView		Name:PatientIdentityName						Exception		Annotate it in the model		No Action

		A change from an imprecise date to a conceptually consistent precise date does NOT constitute a change to Date of Birth (DOB) for the POTENTIAL IDENTITY CHANGE rules.		Potential identity Change Rules		Chap 2.10 Potential Identity Change Exception Rules, Para 8		PatientPrimaryView		dateOfBirth:Date						Exception		Annotate it in the model		No Action

		For any identity trait, unless specifically noted, a change for a <NULL> value to a valid, or allowed value will not constitute a change to the identity trait from a POTENTIAL IDENTITY CHANGE perspective. This rule is valid for all NAME components, SSN, DOB, and GENDER.		Potential identity Change Rules		Chap 2.10 Potential Identity Change Exception Rules, Para 9		PatientPrimaryView		Name:PatientIdentityName 
dateOfBirth:Date
SSN:SSN
gender: Genderlist						Exception		Annotate it in the model		No Action

		The following are valid SSN types.
1. Active
2. Pseudo
3. Alias		SSN Type: (EV: Active, Psuedo, Alias)		Chap		PatientPrimaryView


Patient Demographics		SSN
SSNalias

PseudoSSN								No Action		No Action

		The following are valid SSN verification statuses.
1. New Record with a Code Name 0
2. In-Process with a Code Name 1
3. Invalid per SSA with a Code Name 2
4. Resend to SSA with a Code Name 3
5. Verified with a Code Name 4		ESR SSN Verification Status		Chap  2.12 Valid SSN Verification Status – ESR		PatientPrimaryView		SSNVerificationStatus: SSNVerificationList		1. New Record with a Code Name 0
2. In-Process with a Code Name 1
3. Invalid per SSA with a Code Name 2
4. Resend to SSA with a Code Name 3
5. Verified with a Code Name 4				These are ESR statuses.		No Action		No Action

Validated the coding method against the Master Veteran Index Document sent by Danny Reed.

		The following are valid SSN verification statuses for the Primary View:
1. Verified
2. Invalid		Primary View  SSN Verification Status				Patient PrimaryView		SSNVerificationStatus: SSNVerificationList		Verified is 4 and Invalid is 2 if pulled from File 2				These are Primary View statuses.		Separate status definition in primary view		No Action

		All primary view identity fields can not be changed unless the authority score of the editing entity is equal to or higher than the authority score of the existing primary view for that identity field.				Chap. 2.2 Primary View Data Rules,2.2.1 Authority Score, Authority Score.xls, Sheet Master		Authority Score		surnameScore: Integer
firstNameScore: Integer
middleNameScore: Integer
prefixScore: Integer
suffixScore: Integer
dateOfBirthScore: Integer
genderScore: Integer
SSNScore: Integer
mothersMaidenSurnameScore: Integer
multipleBirthIndScore: Integer
placeOfBirthCity Score: Integer
placeOfBirthStateScore: Integer
lastUpdateDate: DateTime
lastUpdatedBy: String				PrimaryViewAuthority Score Rules				No Action		No Action

		Each identity field for the primary view has its own authoritative score.				Chap. 2.2 Primary View Data Rules,2.2.1 Authority Score, Authority Score.xls, Sheet Master		Authority Score		surnameScore: Integer
firstNameScore: Integer
middleNameScore: Integer
prefixScore: Integer
suffixScore: Integer
dateOfBirthScore: Integer
genderScore: Integer
SSNScore: Integer
mothersMaidenSurnameScore: Integer
multipleBirthIndScore: Integer
placeOfBirthCity Score: Integer
placeOfBirthStateScore: Integer
lastUpdateDate: DateTime
lastUpdatedBy: String				PrimaryViewAuthority Score Rules				No Action		No Action

		Each identity field being requested for update has its own Authority Score calculated.				Chap. 2.2 Primary View Data Rules,2.2.1 Authority Score, Authority Score.xls, Sheet Master		Authority Score		surnameScore: Integer
firstNameScore: Integer
middleNameScore: Integer
prefixScore: Integer
suffixScore: Integer
dateOfBirthScore: Integer
genderScore: Integer
SSNScore: Integer
mothersMaidenSurnameScore: Integer
multipleBirthIndScore: Integer
placeOfBirthCity Score: Integer
placeOfBirthStateScore: Integer
lastUpdateDate: DateTime
lastUpdatedBy: String				PrimaryViewAuthority Score Rules				No Action		No Action

		The response back to the user for a rejected update will include the field(s) whose authority score(s) does not meet or exceed the existing score and explain that the reason was because the authority score was not sufficient to override existing field. (Please contact IdM team for specific response format and text.)  Reject responses for reasons other than the authority score will require different response text.		Reject Responses?		Chap. 2.2 Primary View Data Rules,2.2.1 Authority Score, Authority Score.xls, Sheet Master		Authority Score						PrimaryViewAuthority Score Rules				Process Model
No Action		No Action

		Each field that is requesting to be updated is done so based on its own individual Authority Score.				Chap. 2.2 Primary View Data Rules,2.2.1 Authority Score, Authority Score.xls, Sheet Master		Authority Score		surnameScore: Integer
firstNameScore: Integer
middleNameScore: Integer
prefixScore: Integer
suffixScore: Integer
dateOfBirthScore: Integer
genderScore: Integer
SSNScore: Integer
mothersMaidenSurnameScore: Integer
multipleBirthIndScore: Integer
placeOfBirthCity Score: Integer
placeOfBirthStateScore: Integer
lastUpdateDate: DateTime
lastUpdatedBy: String				PrimaryViewAuthority Score Rules				No Action		No Action

		Each field that is requesting to be updated is done so based on its own individual adherence to the Data Rules.				Chap. 2.2 Primary View Data Rules,2.2.1 Authority Score, Authority Score.xls, Sheet Master		Authority Score

MPI Business Rules						PrimaryViewAuthority Score Rules				No Action		No Action

		Primary View fields that are synchronized back to the "Systems of Interest" include 1) Name {First, Last, Middle, Suffix} , 2) SSN, 3) DOB, 4)Gender, 5) Mother Maiden Name (MMN), 6) Multiple Birth Indicator, 7) SSN Verification Flag {Verified, Invalid, Null}.		SSN Verification Flag {Verified, Invalid, Null}.?		Chap. 2.2 Primary View Data Rules,2.2.1 Authority Score, Authority Score.xls, Sheet Master		?						PrimaryViewAuthority Score Rules				Annotate in model		No Action

		If any  Primary View field that is "synchronized" is changed by an edit Then the Primary View is sent to the "Systems of Interest" to update the local identity.				Chap. 2.2 Primary View Data Rules,2.2.1 Authority Score, Authority Score.xls, Sheet Master		PatientPrimaryView














System of Interest

SourceId		dateOfIdentificationState
name: PateintIdentityName
SSN: SSN
SSN:VerificationList
dateOfBirth: Date
gender: Genderlist
mother'sMaidenSurname
multipleBirthInd.
placeOfBirthCity
placeOfBirthState
pseudoSSNReason
nameAlias
ethnicity
race
isIdentityTheft


<<IEN>>				PrimaryViewAuthority Score Rules				Process Model Decision
No Action		No Action

		If an Edit is coming into MPI is rejected entirely (all fields for Authority and Data Rules) Then the Primary View is sent to that system to update the local identity.				Chap. 2.2 Primary View Data Rules,2.2.1 Authority Score, Authority Score.xls, Sheet Master								PrimaryViewAuthority Score Rules				Process Model Decision
No Action		No Action

		A field coming into MPI to update the Primary View is consider "Changed" if it is different than the Primay View field.				Chap. 2.2 Primary View Data Rules,2.2.1 Authority Score, Authority Score.xls, Sheet Master								PrimaryViewAuthority Score Rules				No Action		No Action

		Baseline Authority Score will be calculated based on the Initial Score spreadsheet.				Chap. 2.2 Primary View Data Rules,2.2.1 Authority Score, Authority Score.xls, Sheet Master								PrimaryViewAuthority Score Rules				Process Model Decision
No Action		No Action

		If the (incoming SSN contains all zeros in any section) and (section 1 and section 2 don't both contain all zeros "000-00-XXXX" test patient) then the SSN format is Invalid				Chap. 2.2 Primary View Data Rules, 2.2.2  Primary View Rules, Primary View Rules.xls, Sheet SSN								PrimaryViewAuthority Score Rules				Annotate in model		No Action

		If the incoming SSN contains an 8 or 9 in the first digit of the first section then the SSN format is Invalid.				Chap. 2.2 Primary View Data Rules, 2.2.2  Primary View Rules, Primary View Rules.xls, Sheet SSN								PrimaryViewAuthority Score Rules				Annotate in model		No Action

		If the incoming SSN contains the same number for all digits then the SSN format is Invalid.				Chap. 2.2 Primary View Data Rules, 2.2.2  Primary View Rules, Primary View Rules.xls, Sheet SSN								PrimaryViewAuthority Score Rules				Annotate in model		No Action

		If the incoming SSN contains sequential digits starting with 1 then the SSN format is Invalid.				Chap. 2.2 Primary View Data Rules, 2.2.2  Primary View Rules, Primary View Rules.xls, Sheet SSN								PrimaryViewAuthority Score Rules				Annotate in model		No Action

		If the incoming SSN contains nothing Then the SSN is  NULL.				Chap. 2.2 Primary View Data Rules, 2.2.2  Primary View Rules, Primary View Rules.xls, Sheet SSN								PrimaryViewAuthority Score Rules				Annotate in model		No Action

		If the incoming SSN (is not invalid) and (is not a Test Patient SSN) and (is not null) then the SSN format is Valid.				Chap. 2.2 Primary View Data Rules, 2.2.2  Primary View Rules, Primary View Rules.xls, Sheet SSN								PrimaryViewAuthority Score Rules				Annotate in model		No Action

		First Name: If the Patient Is NON SHARED Then ByPass NON-Max Authority Score Check				Chap. 2.2 Primary View Data Rules, 2.2.3 Primary View ByPass Rules, IdM_Primary_View_ByPass_Authority, Sheet Bypass Rules		PatientPrimaryView		Name: PatientIdentityName				ByPass Rules				No Action		No Action

		Middle Name: If the Patient Is NON SHARED Then ByPass NON-Max Authority Score Check				Chap. 2.2 Primary View Data Rules, 2.2.3 Primary View ByPass Rules, IdM_Primary_View_ByPass_Authority, Sheet Bypass Rules		PatientPrimaryView		Name: PatientIdentityName				ByPass Rules				No Action		No Action

		Middle Name: If the existing PV Middle Name is a Middle Initial And the incoming is a Full Middle Name that starts with the same letter as the middle initia Then ByPass NON-Max Authority Score Check				Chap. 2.2 Primary View Data Rules, 2.2.3 Primary View ByPass Rules, IdM_Primary_View_ByPass_Authority, Sheet Bypass Rules		PatientPrimaryView		Name: PatientIdentityName				ByPass Rules				No Action		No Action

		Last Name: If the Patient Is NON SHARED Then ByPass NON-Max Authority Score Check				Chap. 2.2 Primary View Data Rules, 2.2.3 Primary View ByPass Rules, IdM_Primary_View_ByPass_Authority, Sheet Bypass Rules		PatientPrimaryView		Name: PatientIdentityName				ByPass Rules				No Action		No Action

		DOB: If the Patient Is NON SHARED Then ByPass NON-Max Authority Score Check				Chap. 2.2 Primary View Data Rules, 2.2.3 Primary View ByPass Rules, IdM_Primary_View_ByPass_Authority, Sheet Bypass Rules		PatientPrimaryView		dateOfBirth:Date				ByPass Rules				No Action		No Action

		SSN: If the Patient Is NON SHARED Then ByPass NON-Max Authority Score Check				Chap. 2.2 Primary View Data Rules, 2.2.3 Primary View ByPass Rules, IdM_Primary_View_ByPass_Authority, Sheet Bypass Rules		PatientPrimaryView		SSN				ByPass Rules				No Action		No Action

		Gender: If the Patient Is NON SHARED Then ByPass NON-Max Authority Score Check				Chap. 2.2 Primary View Data Rules, 2.2.3 Primary View ByPass Rules, IdM_Primary_View_ByPass_Authority, Sheet Bypass Rules		PatientPrimaryView		gender				ByPass Rules				No Action		No Action

		Mother's Maiden Name: If the Patient Is NON SHARED Then ByPass NON-Max Authority Score Check				Chap. 2.2 Primary View Data Rules, 2.2.3 Primary View ByPass Rules, IdM_Primary_View_ByPass_Authority, Sheet Bypass Rules		PatientPrimaryView		mothersMaidenSurname				ByPass Rules				No Action		No Action

		Place of Birth City: If the Patient Is NON SHARED Then ByPass NON-Max Authority Score Check				Chap. 2.2 Primary View Data Rules, 2.2.3 Primary View ByPass Rules, IdM_Primary_View_ByPass_Authority, Sheet Bypass Rules		PatientPrimaryView		placeOfBirthCity				ByPass Rules				No Action		No Action

		Place of Birth State: If the Patient Is NON SHARED Then ByPass NON-Max Authority Score Check				Chap. 2.2 Primary View Data Rules, 2.2.3 Primary View ByPass Rules, IdM_Primary_View_ByPass_Authority, Sheet Bypass Rules		PatientPrimaryView		placeOfBirthState				ByPass Rules				No Action		No Action

		Multiple Birth Indicator: If the Patient Is NON SHARED Then ByPass NON-Max Authority Score Check				Chap. 2.2 Primary View Data Rules, 2.2.3 Primary View ByPass Rules, IdM_Primary_View_ByPass_Authority, Sheet Bypass Rules		PatientPrimaryView		multipleBirthInd				ByPass Rules				No Action		No Action

		[Tie Breaker Threshold;Hierachial Order of Operations]If there is a single Member with the highest threshold score then return the ICN for that Member:(see note 1 below)
If All Members have the same ICN then Return the ICN
Return the ICN with the highest number of Id Traits (First, Last, Middle, DOB, SSN, SSN Verfication [verified counts as 2], MMN, Gender) 
Return the ICN with the highest number of Internal Correlations (VistA Correlations)
Return the ICN with the most current Date Last Treated
Return the ICN with the highest Integer Value
Remove the deactivated and Temporary IDState
Remove the ID Theft set to Yes
Remove any correlation entries that are non-VAMCs
Remove the do not link 
Remove non-Patient
Check for Potential Cat Edit  set to Pending, If Pending Remove Member - Patient
Check for Potential Erroneos Edit  set to Pending, If Pending Remove Member - Non Patient
Check for Identifity Theft set to YES, if Yes, remove member - Patient
Check for Multiple Birth Indicator Set and Bad Address Indicator. If Set then adjust the score to Potential Matches - Patient
Is the score Potential or Auto Link. Keep track of the ICN with the highest score
If only 1 ICN/VPID  - Auto Link-  then return the ICN/VPID
If Multiple Patient Member exists - Use the rules above to link to one patient member				Chap.2.6 Matching Business Rules (Tie Breaker),  Match Threshold Tie Breaker Rules.xls, Sheet 1,										Replaces Rows: Row 14-19 
The rules are often updated during each PMAS Review which occurs approximately every 6 months.		Process Model Decision
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VHA Directive 2006-036

		STAKEHOLDER BUSINESS RULE MATRIX:  SME Clarification List

						Business Reference		Department of Veterans Affairs VHA DIRECTIVE 2006-036 
Veterans Health Administration Washington, DC 20420

						Date		June 1, 2006

		Legend:		**HIGH PRIORITY BUSINESS RULES		Legend		**Possible Annotations To Model

		BR Type		BR#		Business Rule		Proposed Information Concept		Citation		Existing Class		Existing Attributes		Existing Enumerations		Comment From Reference		Comment from BIA Team		BIA Action Item		SME Action Item		Comments from SME

				1		It is VHA policy that databases, including the MPI, maintain accurate and complete person-identifying information, and that vital processes related to resolving identity data quality issues be performed.				3												No Action
Process Model Decision

				2		Each facility Director is responsible for ensuring that the entry of person identity data into the VistA applications is accurate and complete.				4.a.(1)		MPIBusinessRule 
Authority Score
PatientCorrelation
PotentialIdentityChangeException
MPIException
MPIExceptionType
Exception
ExceptionType
MPIProblemCategory		For Comprehensive list of attributes please see  LIM		For Comprehensive list of enumerations please see LIM						No Action
Process Model Decision

				3		Each facility Director is responsible for designating individuals as points-of-contact (POCs) responsible for processing Exception Handling and Patient Data Review cases, and resolving Integration Control Number (ICN) issues and exceptions in VistA on a daily basis, as well as resolving any other data quality issues brought to their attention by the national Identity Management Data Quality (IMDQ) team.				4.a.(2)		EnterpiseIdentity		<<ICN>>								No Action
Process Model Decision

				4		Each facility Director is responsible for ensuring that personnel are assigned to resolve, in a timely manner, issues with exceptions, patient data reviews, data quality issues, communication links, infrastructure, and applications that support data communications. This includes assigning staff members to the following roles (including alternates for each of these categories):				4.a.(3)										NOTE: POC information for Master Patient Index/Patient Demographics (MPI/PD) is updated using the Add/Edit Point-of-Contact [RG UPDATE POINT OF CONTACT] option on the MPI/PD Patient Admin Coordinator Menu [RG ADMIN COORD MENU].		No Action
Process Model Decision

				5		Facility Directors are responsible ensuring that national IMDQ staff are apprised of staffing changes				4.a.(4)												No Action
Process Model Decision

				6		Each facility Director is responsible for ensuring that potential catastrophic edits are reviewed and resolved, if necessary, in a timely and accurate manner.				4.a.(5)		MPIBusinessRule										No Action
Process Model Decision

				7		Each facility Director is responsible for ensuring that management and staff are made aware of policies and procedures related to catastrophic edits to patient identity. This includes ensuring that staff members involved in the entry, editing, and merging of patient records receive certification for the mandatory training.				4.a.(6)										Both Tech and Business SME's are not aware of this being a requirement that is currenlty met.   Please see  3/9/11 Parking Lot Issues for more information		No Action
Process Model Decision

				8		Ensuring that staff directly involved with identity data entry into information systems are aware of the guidelines contained within this Directive and are aware of their responsibility for entering complete identity data elements in a consistent and accurate format. This also includes staff at facilities with outpatient clinics and community-based outpatient clinics assigned to their jurisdiction.				4.a.(7)												No Action
Process Model Decision

						Ensuring that each supervisor involved in the activities of entering demographic data follows the guidance on data quality of the non-identity elements provided by the VHA Chief Business Office (CBO).				4.a.(8)												No Action
Process Model Decision

				9		Ensuring that staff members responsible for data entry of administrative and demographic information are informed of these requirements mandated by the CBO. NOTE: Links to up to-date guidance on data quality are posted on the IMDQ team’s Web site at http://vista.med.va.gov/mpi_dqmt/				4.a.(9)												No Action
Process Model Decision

				11		Each facility MPI POC is responsible for working with their counterparts, national IMDQ staff, and other Office of Information (OI) personnel in correcting anomalies and addressing issues related to identity data for shared patients.				4.b.(1)												No Action
Process Model Decision

				12		Each facility MPI POC is responsible for processing Exception Handling and Patient Data Review cases in VistA to ensure accuracy and completeness of identity data.				4.b.(2)												No Action
Process Model Decision

				13		Each facility MPI POC is responsible for taking appropriate action to resolve exceptions and patient data review cases within 5 business days. NOTE: Specific information regarding these processes can be found in Attachment A.		NEW: MPI Exception Handling  Resolution Start Date,  Exception Handling Resolution End Date,  MPI Exception Handling Resolution Status: EV;> =  5 Days,< than 5 days		4.b.(3)										SME's stated that these time limits no longer apply		No Action

				15		Each facility MPI POC is responsible for reviewing potential duplicate patients on the MPI within 2 business days.		NEW: MPI Patient Duplicate Review Status:  > = 2 days , < than 2 days,  MPI Patient Duplicate Review Start Date,   MPI Patient Duplicate Review End Date (Parking Lot)		4.b.(4)										SME's stated that these time limits no longer apply		No Action

				16		Each facility MPI POC is responsible for using electronic mail, i.e., FORUM and Outlook, to facilitate communications.				4.b.(5)												No Action

				17		Each facility MPI POC is responsible for ensuring that contact information maintained by the IMDQ team is current.				4.b.(6)												No Action

						Each facility MPI POC is responsible for obtaining the necessary VistA access to verify information.				4.b.(7)												No Action
Process Model Decision

				18		Each facility MPI POC is responsible for making appropriate changes to patient data in respective facility’s VistA system and perform POC functions, such as processing Exception Handling and Patient Data Review cases.				4.b.(8)												No Action
Process Model Decision

				19		Facility IRM and HL7 POCs are responsible for working with their counterparts and Enterprise VistA Support (EVS) staff to maintain communication links, infrastructure, and applications supporting data communications				4.c.(1)												No Action
Process Model Decision

				20		Facility IRM and HL7 POCs are responsible for resolving data quality issues.				4.c.(2)												No Action
Process Model Decision

						In general, responses to inquiries and requests for assistance to resolve data quality issues must be completed within 5 business days.				4.c.(2)(a)										SME's stated that these time limits no longer apply.		No Action

						Requests from the IMDQ team to resolve catastrophic edits that overwrite original patient entry with another patient must be completed within 1 business day. (parking Lot)				4.c.(2)(b)										SME's stated that these time limits no longer apply.		No Action

				23		All data must be entered using uppercase letters.				Attachment A, 1. Name. a		PatientPrimaryView		dateOfIdentificationState
name: PateintIdentityName
SSN: SSN
SSN:VerificationList
dateOfBirth: Date
gender: Genderlist
mother'sMaidenSurname
multipleBirthInd.
placeOfBirthCity
placeOfBirthState
pseudoSSNReason
nameAlias
ethnicity
race
isIdentityTheft						Is this for exception data also?		We will add Rules to Data Dictionary.  Gia to develop tables and relationships

				24		No parenthesis may be used.				Attachment A, 1. Name. b		PatientPrimaryView		dateOfIdentificationState
name: PateintIdentityName
SSN: SSN
SSN:VerificationList
dateOfBirth: Date
gender: Genderlist
mother'sMaidenSurname
multipleBirthInd.
placeOfBirthCity
placeOfBirthState
pseudoSSNReason
nameAlias
ethnicity
race
isIdentityTheft								We will add Rules to Data Dictionary.  Gia to develop tables and relationships

				25		Commas, apostrophes, and hyphens are the only punctuation that may be used.				Attachment A, 1. Name. c		PatientPrimaryView		dateOfIdentificationState
name: PateintIdentityName
SSN: SSN
SSN:VerificationList
dateOfBirth: Date
gender: Genderlist
mother'sMaidenSurname
multipleBirthInd.
placeOfBirthCity
placeOfBirthState
pseudoSSNReason
nameAlias
ethnicity
race
isIdentityTheft								We will add Rules to Data Dictionary.  Gia to develop tables and relationships

				26		Enter full middle names. Do not use only an initial unless an initial is the person’s given middle name. The middle name will be left blank if one does not exist; NMI (no middle initial) or NMN (no middle name) will not be used.				Attachment A, 1. Name. d		PatientPrimaryView		name: PatientIdentityName								We will add Rules to Data Dictionary.  Gia to develop tables and relationships				(primary View business  Rules) DG 5.3*244 patch, released May 23, 2003

				27		Multiple last name components must be separated by spaces. People with hyphenated names are to be entered with the hyphen included.				Attachment A, 1. Name. e		PatientPrimaryView		name: PatientIdentityName								We will add Rules to Data Dictionary.  Gia to develop tables and relationships

				28		When entering a full name, it must contain a comma (i.e., Last Name, First Name). Individuals with a legal name as a single value must be entered with the name followed by a comma.				Attachment A, 1. Name. f		PatientPrimaryView		name: PatientIdentityName								We will add Rules to Data Dictionary.  Gia to develop tables and relationships

				29		Suffixes must be used for junior (JR), senior (SR) and birth positions. Numeric birth position identifiers must be entered in Roman numeral values (i.e., I, II, III, etc.). Suffixes must be entered without punctuation. (business rules)				Attachment A, 1. Name. g		PatientPrimaryView		name: PatientIdentityName								We will add Rules to Data Dictionary.  Gia to develop tables and relationships

				30		If entering a Prefix, (such as MR, MRS, MS, and MISS), no punctuation must be used.				Attachment A, 1. Name. h		PatientPrimaryView		name: PatientIdentityName								We will add Rules to Data Dictionary.  Gia to develop tables and relationships

				31		The Degree field may be used to denote the degree or profession (such as MD, PHD, REV), and must be entered without punctuation.
A-1				Attachment A, 1. Name. i		PatientPrimaryView		name: PatientIdentityName								We will add Rules to Data Dictionary.  Gia to develop tables and relationships

				32		Legal Spanish names must be entered with the mother’s maiden name first, a hyphen and the father’s name all in the LAST NAME field. (Reverse order, Father name first, MMN second per Business SME's)				Attachment A, 1. Name. j		PatientPrimaryView		name: PatientIdentityName								We will add Rules to Data Dictionary.  Gia to develop tables and relationships

				33		Alias names must be entered in the ALIAS NAME field for any previously used names (including maiden names). An entry in this field must be automatically cross-referenced and the record can be accessed using the alias name				Attachment A, 1. Name. k		PatientPrimaryView		name: PatientIdentityName								We will add Rules to Data Dictionary.  Gia to develop tables and relationships

				34		To enter another entry with the same name as an existing person in the file on VistA, use quotes when entering the full name and a new entry will be created (i.e,. “ZZTESTLASTNAME,FIRSTNAME MIDDLE”). (				Attachment A, 1. Name. l		PatientPrimaryView		name: PatientIdentityName								We will add Rules to Data Dictionary.  Gia to develop tables and relationships				Per meeting with Bus. SME's, "ZZTest" will no longer be used  (i.e,. “LASTNAME,FIRSTNAME MIDDLE”).

				35		TEST patient records must be designated by the last name being prefixed by ZZ, i.e. ZZLASTNAME, FIRSTNAME MIDDLE.				Attachment A, 1. Name. m		PatientPrimaryView		name: PatientIdentityName								We will add Rules to Data Dictionary.  Gia to develop tables and relationships				Per meeting with Bus. SME's, "ZZTest" will no longer be used  (i.e,. “LASTNAME,FIRSTNAME MIDDLE”).

				36		Official documentation must be required for a name change. Official documentation is defined as court documents or Social Security card. If an individual state's procedures for driver’s license application, or similar documents, meet the standard for official documentation, VHA staff should accept such documents as proof of a legal name change		Legal Name Change Official Documentation Type,  Legal Name Change Official Documentation Date		Attachment A, 1. Name. n		PatientPrimaryView		name: PatientIdentityName								We will add Rules to Data Dictionary.  Gia to develop tables and relationships

				37		SOCIAL SECURITY NUMBER (SSN): Official SSNs issued by the Social Security Administration are the only values entered into this field. If a valid SSN is not known, then a ”P” must be entered into the field for the calculation of a pseudo SSN only for patients. SSNs are not to be created and no other numbers may be entered in this field, including prison-issued numbers or Canadian SSNs. SSNs beginning with five leading zeros are considered TEST patients and are not be used for any other purpose.				Attachment A, 2.SSN		PatientPrimaryView		SSN								We will add Rules to Data Dictionary.  Gia to develop tables and relationships

				38		MOTHER’S MAIDEN NAME: Enter the last name only of individual’s mother at the time of her birth. Leave blank if unknown or not provided. Values such as “deceased,” “unknown,” and other inappropriate responses are not to be used.				Attachment A, 3.Mother's maiden name		PatientPrimaryView		mothersMaidenSurname								We will add Rules to Data Dictionary.  Gia to develop tables and relationships

				39		GENDER: Male or Female must be entered. In case of gender reassignment, legal documentation (amended birth certificate, court documents, etc.) must be required as proof of a legal gender change.				Attachment A, 4.Gender		PatientPrimaryView		gender		Male
Female						We will add Rules to Data Dictionary.  Gia to develop tables and relationships

				42		DATE OF BIRTH: Day, Month, and Year of Birth must be entered, whenever available. Imprecise (month/year or year only) can be entered, but only if the full Date of Birth is not available				Attachment A, 5.DOB		PatientPrimaryView		dateOfBirth:Date								We will add Rules to Data Dictionary.  Gia to develop tables and relationships

				43		PLACE OF BIRTH [CITY]: Enter the birth city only. For persons born outside of the United States, enter the city, province, or other designated area.				Attachment A, 6.Place of Birth		PatientPrimaryView		placeOfBirthCity								We will add Rules to Data Dictionary.  Gia to develop tables and relationships

				44		PLACE OF BIRTH [STATE]: Enter the birth state only. For persons born outside the United States, choose FOREIGN COUNTRY from the list of state options.				Attachment A, 7.Place of Birth		PatientPrimaryView		placeOfBirthState								We will add Rules to Data Dictionary.  Gia to develop tables and relationships

				45		PLACE OF BIRTH [COUNTRY] (not yet available): Enter the birth country only				Attachment A, 8.Place of Birth												We will add Rules to Data Dictionary.  Gia to develop tables and relationships				(future implementation in VistA). The default country must be the UNITED STATES.

				46		MULTIPLE BIRTH INDICATOR (Patients only): Enter YES in the Multiple Birth Indicator field only if the patient is part of a multiple birth (i.e., is a twin, triplet, etc.). This field assists in the unique identification of patients who are part of a multiple birth and may have identity traits similar to other patient entries.				Attachment A, 9.Multiple Birth Indicator		PatientPrimaryView		multipleBirthInd								We will add Rules to Data Dictionary.  Gia to develop tables and relationships

				47		DATES OF DEATH (Patients only): Death certificates are generally required to enter a Date of Death. Dates of Death must not be entered from newspaper obituaries, phone calls, or other unofficial sources. Information from these sources may be used as a mechanism to further research the death information. However, they must not be entered unless they have been verified by an official source. Medical facilities are required to use the following as authoritative sources in order of precedence:
a. Veterans Health Administration (VHA) facility is an authoritative source for date of death if the person died in the VHA facility or while under VA auspices.
b.
Social Security Administration.
c.
Department of Vital Statistics.
d.
Death Certificate.
e.
National Cemetery Administration (NCA) is an authoritative source for the date of death if the veteran has received NCA benefits.
f.
Veterans Benefit Administration (VBA) is an authoritative source if veteran received monetary benefits.
New: Date of Death Authoritative Source				Attachment A, 10.Dates of Death										Did we put Date of Death in Demographics?		We will add Rules to Data Dictionary.  Gia to develop tables and relationships

				48		MOTHER’S NAME and FATHER’S NAME (patients only): The patient’s mother’s and father’s complete legal names need to be entered in the appropriate fields, when known. Values such as “deceased,” “unknown,” and other inappropriate responses are not be used.				Attachment A, 11. MOTHER’S NAME and FATHER’S NAME										Did we put mother's name/father name in Demographics?		We will add Rules to Data Dictionary.  Gia to develop tables and relationships

						INCAPACITATED OR UNRESPONSIVE PATIENTS (for whatever reason): Records for incapacitated patients must be entered with a pseudo SSN, 1900 for the Date of Birth, and name entered as UU-UNRESPONSIVE, PATIENT. Subsequent patient records must be entered as UU-UNRESPONSIVE,PATIENT A, UU-UNRESPONSIVE,PATIENT B, etc. Records must be completed with appropriate identity data elements once the patient has been identified.				Attachment A, 12. INCAPACITATED OR UNRESPONSIVE PATIENTS												We will add Rules to Data Dictionary.  Gia to develop tables and relationships

						TEST PATIENTS: It is essential that TEST patients who exist in local VistA production systems be designated with a SSN containing five leading zeros (i.e., 000001111) and the last name prefixed by ZZ (i.e., ZZTESTPATIENT,FIRSTNAME MIDDLE). Test entries should not be used for categories of persons outside of patients, or for patients that are other than those used exclusively for testing purposes.				Attachment A, 13.TEST PATIENTS												We will add Rules to Data Dictionary.  Gia to develop tables and relationships

						RESEARCH PATIENTS: Research patients must have all valid information (i.e., legal name, real SSN, etc.) collected and entered.		EV: INCAPACITATED OR UNRESPONSIVE PATIENTS, TEST PATIENTS,  RESEARCH PATIENTS: (Demographics?)		Attachment A, 14.RESEARCH PATIENTS												We will add Rules to Data Dictionary.  Gia to develop tables and relationships

						SSN, DATE OF BIRTH, MOTHER’S MAIDEN NAME, PLACE OF BIRTH [CITY], PLACE OF BIRTH [STATE] and PLACE OF BIRTH [COUNTRY]: The SSN, DATE OF BIRTH, MOTHER’S MAIDEN NAME, PLACE OF BIRTH [CITY], PLACE OF BIRTH [STATE] and PLACE OF BIRTH [COUNTRY] identity data fields important in the unique identification of individuals, since these are fields that do not generally change over time. If these fields are inaccurate or incomplete, it is difficult to ensure that duplicates are not being created and that the record is being linked to the correct Integration Control Number (ICN) on the MPI.				Attachment A, 15.SSN, DATE OF BIRTH, MOTHER’S MAIDEN NAME, PLACE OF BIRTH [CITY], PLACE OF BIRTH [STATE] and PLACE OF BIRTH [COUNTRY]: The SSN, DATE OF BIRTH, MOTHER’S MAIDEN NAME, PLACE OF BIRTH [CITY], PLACE OF BIRTH [STATE] and PLACE OF BIRTH [COUNTRY]		PatientPrimaryView		name: PateintIdentityName
SSN: SSN
dateOfBirth: Date
mother'sMaidenSurname
placeOfBirthCity
placeOfBirthState								We will add Rules to Data Dictionary.  Gia to develop tables and relationships

						PATIENT RECORDS INVOLVED IN IDENTITY THEFT: Records for a patient that is determined to be an “imposter,” where staff are unable to obtain the true identity of a patient, need to be edited to reflect the NAME field of THEFT, IDENTITY A (where the trailing letter would be incremented for each subsequent entry that exists in the local VistA PATIENT file). The record needs to be edited to use a pseudo SSN and have the Date of Birth recorded as 1900. Identity theft must be reported through VA Police and Security and the appropriate Regional Counsel. Any electronic documentation that is determined not to belong to the real patient (if identified) must be retracted in the same manner that any document found to be erroneously attributed to a patient is removed.				Attachment A, 16.PATIENT RECORDS INVOLVED IN IDENTITY THEF		PatientPrimaryView		isIdentityTheft: Boolean								We will add Rules to Data Dictionary.  Gia to develop tables and relationships

						ALIAS FIELDS: The ALIAS fields are only to be used to enter previously-used names and SSNs, or names and SSNs that may be used at other treating facilities; these assist in recognizing potential duplicate entries. Name changes due to marriage, divorce, etc., need to be entered into the ALIAS field as well.				Attachment A, 17.ALIAS FIELDS:		PatientPrimaryView		nameAlias								We will add Rules to Data Dictionary.  Gia to develop tables and relationships

						MPI EXCEPTIONS IN VISTA: When processing MPI exceptions in VistA, if potential duplicates are identified while matching the individual to the MPI, the record is not to be matched with any of the entries, but a request for assistance with duplicate resolution needs to be sent via an e-mail message to the MPIF EXCEPTIONS mail group on VistA or VHA OI IA MPI DQ TEAM distribution group on Outlook with a password-protected Word document containing sensitive information. A request for national support can also be entered via the OI national problem management system (Remedy). This helps identify potential duplicates and resolve them with as minimal impact to data as possible. When submitting requests for assistance via Remedy, do not include the individual’s identifying information (Name, SSN, etc.). The specialist assigned to the request must obtain this information directly from the Point-of-Contact (POC).				Attachment A, 18.MPI EXCEPTIONS IN VISTA										NEW: Duplicate Resolution Request for Assistance Notification (Robert sees this as a process requirement ( Do you note this any system.  Did you fire this off or did you acknowledge this)		Process model decision
No Action

						DUPLICATE PATIENT ENTRIES: To resolve local duplicate patient entries in VistA and to merge the data from one record to the other, use the process outlined in the DUPLICATE RECORD MERGE: Patient Merge User Manual located at the following website:				Attachment A, 19.DUPLICATE PATIENT ENTRIES								http://www.va.gov/vdl/VistA_Lib/Infrastructure/Dupl_Rec_Merge/xt_73_p23_um.doc				Process model decision
No Action

						Extreme caution must be taken when merging duplicate records to ensure the records are for the same individual. Many identity fields for individuals of multiple birth (i.e., twins) will be the same or similar. Once patients are identified as part of a multiple birth, the Multiple Birth Indicator needs to be set to “Yes” on all applicable records. It is essential that appropriate clinical ancillary staff review potential duplicate records, to verify whether or not they should be merged.				Attachment A, 20.ADDITIONAL INFORMATION												Process model decision
No Action

						The Patient Data Review process and Local Exceptions processing must be performed on a daily basis, to ensure that inconsistencies are addressed in a timely manner. Failure to resolve data quality issues may result in incorrect operation of the Remote Data View-VistA Web and Inter-facility Consults functions for facility clinicians.				Attachment A, 21.THE PATIENT DATA REVIEW PROCESS AND LOCAL EXCEPTIONS												Process model decision
No Action
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Class

		Class Name		Description

		AssigningAuthority		A body with power to assign identification for institutions within Veterans Affairs(VA) e.g. United States Veterans Health Administration (USVHA).

		AuthorityScore		Scoring of Primary View data is based on criteria captured from patient encounters with VA facilities. Authority score values the criteria of which are weighted in such a way that the site's edits to MPI are measured & calculated on a field-by-field basis

		EnterpriseIdentity		The unique primary identifier assigned to a patient, generally referred to as the ICN.

		Exception		An exception is a task that generally HC IdM will need to research and resolve. Potential Duplicate Identity records identified by the Master Patient Index are an example of an exception.

		IdMToolkitException		This is the interface to enterprise Potential Duplicate Exceptions.

		Institution		A Department of Veterans Affairs (VA) facility assigned a number by headquarters, as defined by Directive 97-058. An entry in the INSTITUTION file (#4) that represents the Veterans Health Administration (VHA).

		MPIBusinessRule		Stores the business rule criteria used to evaluate and score inbound data.; Used to determine inputs from other Domains affect AuthorityScore

		MPIException		Contains the various problem codes and description for Master Patient Index (MPI) data exceptions.

		MPIExceptionType		Type of Exception generated in the MPI. There are many Exception Types generated in the MPI, however, the Potential Identity Change Exception and Potential Mismatch Exception have the highest priority

		MPIProblemCategory		Contains classifications of problem types within Master Patient Index (MPI).

		MPIRejectedUpdate		Updates to the MPI for person identity traits are evaluated and only updated based on Primary View business rules. This file contains information about the incoming elements that do not score high enough or meet the business rules to cause a data update.

		PatientCorrelation		Comparison of person identity traits for multiple records with the Primary View in the ADR and/or MPI databases. The concept of a correlation is any system of interest record associated under a specific ICN/VPID.

		PatientPrimaryView		The Master Patient Index (MPI) Primary View provides the most accurate, current, and complete identity information for a VHA patient. 

		PersonIdentifier		The information that is required to document the ICN. A sequence of characters that one or more systems in an ID Domain use to represent a person and bind related information. This could be numeric, alpha, and may include punctuation, etc. (Source - PIDS)

		ResolutionJournal		Resolution Journal cases hold the history of any resolution work done by the Data Quality Team on this ICN.  MPI DATA MGT RESOLUTION JOURNAL file (#985.2)

		SocialSecurity		Contains all information relating to Social Security numbers

		SourceID		The Internal Entry Number (IEN) number and Station Number comprise the Source ID of the person targeted for the search. The Source ID is used to uniquely identify a person.  See Data File Number (DFN).

		SystemOfInterest		Refers to VA facilities that have seen patients and entered them as entries onto the MPI. This also refers to non-VistA systems that have a registered interest in a patient (Person Service Identity Management [PSIM], Health Data Repository [HDR], etc.)

		VistAException		of Exception generated. The possible Exception Types include: Potential Identity Change, Potential Duplicate, and Potential Mismatch.





Attribute

		Class Name		Attribute Name		Description		Acronym		AKA		Enumeration Name

		AssigningAuthority		assigningAuthorityID		A body with power to assign identification for institutions within VA e.g. USVHA.						AssigningAuthorityList

		AuthorityScore		dateOfBirthScore		The DOB PRIMARY VIEW SCORE field contains the Primary View Authority Score for the DATE OF BIRTH (#7) identity element.

		AuthorityScore		firstNameScore		The FIRST NAME PRIMARY VIEW SCORE field contains the Primary View Authority Score for the FIRST NAME (#2) identity element.

		AuthorityScore		genderScore		The GENDER PRIMARY VIEW SCORE field contains the Primary View Authority Score for the GENDER (#12) identity element.

		AuthorityScore		lastUpdateBy		The Id that last modified the AuthorityScore.

		AuthorityScore		lastUpdateDate		Date and time the AuthorityScore was last modified.

		AuthorityScore		middleNameScore		The MIDDLE NAME PRIMARY VIEW SCORE field contains the Primary View Authority Score for the MIDDLE NAME (#3) identity element.

		AuthorityScore		mothersMaidenSurnameScore		The MMN PRIMARY VIEW SCORE field contains the Primary View Authority Score for the MOTHER'S MAIDEN NAME (#6) identity element.

		AuthorityScore		multipleBirthIndScore		The MULT BIRTH PRIMARY VIEW SCORE field contains the Primary View Authority Score for the MULTIPLE BIRTH INDICATOR (#39) identity element.

		AuthorityScore		placeOfBirthCityScore		The POB CITY PRIMARY VIEW SCORE field contains the Primary View Authority Score for the PLACE OF BIRTH CITY (#8) identity element.

		AuthorityScore		placeOfBirthStateScore		The POB STATE PRIMARY VIEW SCORE field contains the Primary View Authority Score for the PLACE OF BIRTH STATE (#9) identity element.

		AuthorityScore		prefixScore		The PREFIX PRIMARY VIEW SCORE field contains the Primary View Authority Score for the NAME PREFIX (#4) identity element.

		AuthorityScore		SSNScore		The SSN PRIMARY VIEW SCORE field contains the Primary View Authority Score for the SOCIAL SECURITY NUMBER (#13) identity element.

		AuthorityScore		suffixScore		The SUFFIX PRIMARY VIEW SCORE field contains the Primary View Authority Score for the NAME SUFFIX (#5) identity element

		AuthorityScore		surnameScore		The SURNAME PRIMARY VIEW SCORE field contains the Primary View Authority Score for the SURNAME (#1) identity element.

		EnterpriseIdentity		IDState		An attribute of the Patient Primary View which describes whether the Primary View is Permanent, Temporary, or Deactivated. The IDState is governed by the Master Patient Index until this functionality is re-hosted in Person Services.						IDStateList

		EnterpriseIdentity		integrationControlNumber		Patients are assigned a unique identifier, Integration Control Number (ICN), within the process of being added to the MPI database and links patients to their records across VHA systems. ICN follows ASTM-E1714-95 standard for a universal health identifier		ICN		VPID -Veterans Affairs Person Identifier

		Exception		exceptionNum		The number used to idnetify the type of exception.

		IdMToolkitException		idmExceptionType		Identifies the type of exception as per the toolkit.						IdMExceptionTypeList

		IdMToolkitException		description		The textual description for the exception.

		IdMToolkitException		dateReported		The date the exception was reported.

		IdMToolkitException		status		The current disposition of the exception.						ExceptionStatusList

		IdMToolkitException		caseworker		The name of the caseworker assigned to the exception.

		Institution		institutionName		This is the name of the institution with out modifiers like state or type.

		Institution		stationNumber		Name of the site or station number

		Institution		stationType		The kind of facility, whether it is a hospital, outpatient clinic, dormitory, etc.				Facility Type

		MPIBusinessRule		authorityValue		Refers to the Authority Score assigned to Primary View identity traits

		MPIBusinessRule		criterion		Criteria that defines the value of the incoming edit’s Authority Score

		MPIBusinessRule		routineAPI		The API called to apply the Business Rule

		MPIBusinessRule		rule		The specific Business Rule. Refer to the Business Rules document I provided for all MPI Business Rules (including the embedded spreadsheets in that reference document).

		MPIException		code		This is the identifier associated for the exception.

		MPIException		description		This is the textual description of the code.

		MPIException		isLocal		Identifies whether the MPI code and description are considered Local.

		MPIExceptionType		rejectType		Reject Type refers to the list of possible reasons why a edit is rejected by the HC IdM team upon review						MPIExceptionTypeList

		MPIProblemCategory		problemCategory		Identifies the type of issue.						ProblemCategoryList

		MPIRejectedUpdate		dateOfUpdate		Date and time the record was last modified.

		MPIRejectedUpdate		enteredBy		The id of the user that entered the value.

		MPIRejectedUpdate		primaryViewAuthorityValue		The values set for the Business Rule Criterion.  Authority values weigh and score inbound edits to the patient entries on the MPI based on patient activity at the site.

		MPIRejectedUpdate		primaryViewValue		The data value of the patient identity field  from the Primary View.

		MPIRejectedUpdate		rejectDatetime		Date and time of the rejection.

		MPIRejectedUpdate		rejectDescription		The reason for the rejection.

		MPIRejectedUpdate		rejectedElement		The patient identity field that was rejected.

		MPIRejectedUpdate		rejectValue		The rejected data value of the patient identity field  from the Primary View.

		MPIRejectedUpdate		updateAuthorityValue		The updates Authority Score based on the Business Rule Criterion.  Authority values weigh and score inbound edits to the patient entries on the MPI based on patient activity at the site.

		PatientCorrelation		correlationStatus		Describes when a correlation record is Active or Deactivated						CorrelationStatusList

		PatientCorrelation		correlationUpdateStatus		Person Correlation (Trait History) Update Status refers to the status of the correlation when updates are subject to approval by the HC IdM team.						CorrelationUpdateStatusList

		PatientCorrelation		createdBy		Administrative Data Repository equivalent to a Station Number referencing the VAMC where a patient record was created.

		PatientCorrelation		dateLastTreated		Date last treated for this facility as recorded in the treating facility list.

		PatientCorrelation		deactivatedDate		Date and time the patient identification state is deactivated.

		PatientCorrelation		eventReason		ADT/HL7 EVENT REASON —Tracks reasons for events experienced by patient/client's at given facilities. (E.g., Patient/client admissions, patient discharges, etc.)						EventReasonList

		PatientCorrelation		lastUpdateBy		The Id that last modified the PatientCorrelation.

		PatientCorrelation		lastUpdateDate		Date and time the PatientCorrelation was last modified.

		PatientCorrelation		originalCreationDatetime		The date/time the ICN/VPID was created.

		PatientCorrelation		potentialCatastrohicEditStatus		This is the disposition of a submitted data edit that may change the identity of a patient.						CatastrophicEditStatusList

		PatientCorrelation		legalName		The full name of the patient. This is inclusive of the prefix(optional) , first name, middle name or initial, last name & suffix(optional).

		PatientCorrelation		dateOfBirth		Date of patient’s birth

		PatientCorrelation		gender		The behavioral, cultural, or psychological traits typically associated with one sex: 1) Legacy Vista Standard Gender values: F-Female; M-Male: 2) SDS table values:  F=Female, M=Male, A= Ambiguous, N=Not Applicable, O=Other, U=Unknown, UN=Undifferentiated

		PatientCorrelation		mothersMaidenSurname		Mother’s Maiden Name: The family name under which the mother was born (i.e., before marriage). It is used to distinguish between patients with the same last name

		PatientCorrelation		multipleBirthIndicator		The MULTIPLE BIRTH INDICATOR will designate whether or not the patient is part of a multiple birth (i.e. to identify twins, etc.). Possible values are: N=NO, Y=*MULTIPLE BIRTH*

		PatientCorrelation		placeOfBirthCity		The city in which this applicant was born (or foreign country if born outside the U.S.).

		PatientCorrelation		placeOfBirthState		The state in which this applicant was born.

		PatientCorrelation		nameAlias		Names that were previously associated to an ICN’s traits. Name changes due to marriage, divorce, etc., need to be entered into the ALIAS field as well.

		PatientCorrelation		SSNAlias		SSNs that were previously associated to an ICN’s traits.  If the patient was also known under a name other than that listed in the NAME field of the PATIENT file (#2), enter the social security number used if different when the patient used this alias.

		PatientCorrelation		ethnicity		The ethnic quality or affiliation of the patient.

		PatientCorrelation		race		The ethnic origin of the patient.

		PatientCorrelation		SSN		The social security number of the patient.

		PatientCorrelation		SSNVerificationStatus		The disposition as to the verification of the social security number.

		PatientCorrelation		pseudoSSNReason		The reason a patient is assigned a pseudo social security number.

		PatientPrimaryView		dateOfBirth		Date of patient’s birth

		PatientPrimaryView		dateOfIdentificationState		Field that identifies when the ID State field was last updated.

		PatientPrimaryView		ethnicity		The ethnic quality or affiliation of the patient.						EthnicityList

		PatientPrimaryView		gender		The behavioral, cultural, or psychological traits typically associated with one sex: 1) Legacy Vista Standard Gender values: F-Female; M-Male: 2) SDS table values:  F=Female, M=Male, A= Ambiguous, N=Not Applicable, O=Other, U=Unknown, UN=Undifferentiated						GenderList

		PatientPrimaryView		isIdentityTheft		Denotes whether the patient/person identity is stolen. When "YES" the patient may not be looked up or linked to.

		PatientPrimaryView		legalName		The full name of the patient. This is inclusive of the prefix(optional) , first name, middle name or initial, last name & suffix(optional).

		PatientPrimaryView		mothersMaidenSurname		Mother’s Maiden Name: The family name under which the mother was born (i.e., before marriage). It is used to distinguish between patients with the same last name

		PatientPrimaryView		multipleBirthIndicator		The MULTIPLE BIRTH INDICATOR will designate whether or not the patient is part of a multiple birth (i.e. to identify twins, etc.). Possible values are: N=NO, Y=*MULTIPLE BIRTH*

		PatientPrimaryView		nameAlias		Names that were previously associated to an ICN’s traits. Name changes due to marriage, divorce, etc., need to be entered into the ALIAS field as well.

		PatientPrimaryView		placeOfBirthCity		The city in which this applicant was born (or foreign country if born outside the U.S.).

		PatientPrimaryView		placeOfBirthState		The state in which this applicant was born.

		PatientPrimaryView		race		The ethnic origin of the patient.						RaceList

		PatientPrimaryView		SSNAlias		SSNs that were previously associated to an ICN’s traits.  If the patient was also known under a name other than that listed in the NAME field of the PATIENT file (#2), enter the social security number used if different when the patient used this alias.

		PatientPrimaryView		primaryViewDateLastUpdate		Date and time of Primary View was last modified.

		ResolutionJournal		associatedNOIS		National Online Information System

		ResolutionJournal		caseClosedDatetime		Date and time the case closed.

		ResolutionJournal		caseOpenDatetime		Date and time the case opened.

		ResolutionJournal		caseWorker		Name of the case worker assigned to the case.

		ResolutionJournal		contactedDate		Date and time the contact was made with case worker concerning the case.

		ResolutionJournal		contactedNote		Comments based on the contact made with case worker.

		ResolutionJournal		problemDescription		Short description of the issue.

		ResolutionJournal		resolutionJournalCaseNumber		IMDQ – Number associated with each Resolution Journal Case. Used by the IMDQ team to document detailed information mostly for duplicate exception resolution but may also be used to denote details for resolving any type of exception.

		ResolutionJournal		resolutionNote		Used to document the work performed to research and resolve a specific exception.

		ResolutionJournal		socialSecurityNumber		Social Security Number associated with the case

		ResolutionJournal		status		The current disposition of the case.

		SocialSecurity		pseudoSSN		This is an imitation social security number for an individual.

		SocialSecurity		pseudoSSNReason		The reason that a pseudo SSN has been collected for the patient.						PseudoSSNReasonList

		SocialSecurity		SSN		Patient’s Social Security Number (Active).

		SocialSecurity		SSNVerificationStatus		Status of the verification of a patient's SSN. This value is stored on the MPI, derived from an update from the ESR application after interaction with SSA . Possible values synchronized to sites are:  Null, INVALID PER SSA, VERIFIED						SSNVerificationList

		SourceID		Idtype		IDType - The Valid Identifier Types are EI, NI or PI (NI can only be assigned by VA IdM)						IDTypeList

		SourceID		internalIdentifier		Data File Number (DFN) + Station Number. Additionally, in PSIM the term refers to the Station Number and IEN pair for a person (could be either patient or person) and should always be unique. See SourceId.

		VistAException		exceptionHandlingEndDate		Date and time the exception is closed

		VistAException		exceptionHandlingStartDate		Date and time the exception is opened

		VistAException		rejectDetailAction		MPI REJECTED UPDATE file (#985.65)

		VistAException		rejectDetailExceptionAction		MPI REJECTED UPDATE file (#985.65)

		VistAException		exceptionType		IMDQ – Are as follows: Potential Identity Change, Potential Duplicate, and Potential Mismatch. MPI REJECTED UPDATE file (#985.65); 4-16; MVI





Enumeration

		Enumeration Name		Description

		AssigningAuthorityList		Valid assigning authorities

		CatastrophicEditStatusList		Acceptable value that denote the status of catastrophic edit

		CorrelationStatusList		Acceptable values that denote the status of a correlation

		CorrelationUpdateStatusList		Acceptable values that denote the update status of a correlation

		EthnicityList		Acceptable values that identify the ethnicity of a patient

		EventReasonList		Refers to the Exception Type acceptable values

		ExceptionStatusList		Acceptable values that denote an exception status

		GenderList		Acceptable values to identify the gender of a patient

		IdMExceptionTypeList		Valid IdM Toolkit exceptions.

		IDStateList		Acceptable values that denote the status of a patients Identification State

		IDTypeList		Valid Identifier types

		MPIExceptionTypeList		Valid Master Patient Index (MPI) Exception Types.

		ProblemCategoryList		Acceptable values for problem categories.

		PseudoSSNReasonList		Acceptable values that denote the reason for a patients pseudo SSN

		RaceList		Acceptable values that identify the race of a person.

		SSNVerificationList		Acceptable values that denote the status of a patients SSN





Enumeration Values

		Enumeration Name		Enumeration Value		Enumeration Description

		AssigningAuthorityList		USVHA		United States Veterans Health Administration

		AssigningAuthorityList		USDoD		United States Department of Defense

		AssigningAuthorityList		USSSA		United States Social Security Administration

		AssigningAuthorityList		USVBA		United States Veterans Benefit Administration

		CatastrophicEditStatusList		ACCEPTED		All fields accepted

		CatastrophicEditStatusList		REJECTED		Some of the fields were accepted

		CatastrophicEditStatusList		REJECT - CATASTROPHIC		All fields were rejected

		CatastrophicEditStatusList		PENDING		Potential ID Change exception on the correlation in the MPI; potential catastrophic edit is received this is the default

		CorrelationStatusList		A		Active

		CorrelationStatusList		D		Deprecated from a Duplicate

		CorrelationStatusList		M		Deprecated from a Mismatch

		CorrelationStatusList		U		Deprecated from an Unlink

		CorrelationUpdateStatusList		A		Accepted

		CorrelationUpdateStatusList		P		Pending

		CorrelationUpdateStatusList		R		Rejected

		CorrelationUpdateStatusList		C		Rejected-Catastrophic

		CorrelationUpdateStatusList		Rejected Erroneous		Rejected Erroneous (Person)

		EthnicityList		H		Hispanic or Latino

		EthnicityList		N		Not Hispanic or Latino

		EthnicityList		D		Declined to Answer

		EthnicityList		U		Unknown by Patient

		EventReasonList		PATIENT ADMISSION		PATIENT ADMISSION

		EventReasonList		PATIENT DISCHARGE		PATIENT DISCHARGE

		EventReasonList		CHECKED OUT		Outpatient visit

		ExceptionStatusList		Assign		Assign

		ExceptionStatusList		Reassign		Reassign

		ExceptionStatusList		Unassigned		Unassigned

		ExceptionStatusList		Resolved		Resolved

		ExceptionStatusList		New		New

		GenderList		F		Female

		GenderList		M		Male

		IdMExceptionTypeList		Surviving VPID does not exist in ADR

		IdMExceptionTypeList		Revoke mismatch request is incomplete

		IdMExceptionTypeList		Correlation doesn't exist for prior (from) VPID

		IdMExceptionTypeList		Correct (to) VPID does not exist

		IdMExceptionTypeList		Correlation forcorrect (To) ICN/VPID already exists

		IdMExceptionTypeList		Resolve duplicate request is incomplete

		IdMExceptionTypeList		Person record does not exist in ADR

		IdMExceptionTypeList		The Source ID (DFN, Station #) supplied by application does not exist in ADR

		IdMExceptionTypeList		Multiple active Correlations exist

		IdMExceptionTypeList		Potential duplicate exception - Add Patient

		IdMExceptionTypeList		Person Correlation to be updated does not exist in ADR

		IdMExceptionTypeList		Potential duplicate exception - update patient

		IdMExceptionTypeList		Request from DOD to resolve potential duplicate

		IdMExceptionTypeList		Potential duplicate exception - HCIdM Generated

		IdMExceptionTypeList		Potential mismatch

		IdMExceptionTypeList		Potential duplicate exception - add Correlation

		IDStateList		D		Deactivated

		IDStateList		P		Permanent

		IDStateList		T		Temporary

		IDTypeList		EI		Employee Identifier

		IDTypeList		NI		National Identifier

		IDTypeList		PI		Patient Identifier

		IDTypeList		PN		Person Number

		IDTypeList		SS		Social Security Administration

		MPIExceptionTypeList		208		Application Error

		MPIExceptionTypeList		209		Required Field(s) Missing/Invalid/Incomplete

		MPIExceptionTypeList		212		TF Update Failed

		MPIExceptionTypeList		219		Missing ICN

		MPIExceptionTypeList		224		Missing/Unable to get Logical Link

		MPIExceptionTypeList		225		Have Subscribers

		MPIExceptionTypeList		226		Not CMOR

		MPIExceptionTypeList		234		MPI EXCEPTION

		MPIExceptionTypeList		235		Synchronization Failure

		MPIExceptionTypeList		238		Potential Test Patient Issue

		MPIExceptionTypeList		H		Deprecated from a Local Merge

		MPIExceptionTypeList		239		Potential Identity Change

		MPIExceptionTypeList		240		Temporary/Deactivated ICN in site MERGE pair

		MPIExceptionTypeList		241		Potential erroneous assignment of ID State

		MPIExceptionTypeList		246		SSN Anomaly

		MPIExceptionTypeList		252		SSN or SSN Verification Status Conflict

		MPIExceptionTypeList		253		Primary View Issue

		MPIExceptionTypeList		256		PSIM Synchronization Issues

		MPIExceptionTypeList		254		Application ACK not Received from PSIM

		MPIExceptionTypeList		257		Potential Mismatch Found on MPI

		MPIExceptionTypeList		258		Potential Match Found not logged in PSIM

		MPIExceptionTypeList		260		CHDR Exception

		MPIExceptionTypeList		261		Missing Assigning Authority and/or Source ID Type

		ProblemCategoryList		ALL		ALL DATA MATCHES

		ProblemCategoryList		CM		CATASTROPHIC MERGE

		ProblemCategoryList		PDO		DATA OVERWRITE - CATASTROPHIC

		ProblemCategoryList		DBA		DOB ANOMALY

		ProblemCategoryList		DOB		DOB DISCREPANCY

		ProblemCategoryList		DOD		DOD DISCREPANCY

		ProblemCategoryList		EX		EXCEPTIONS (MPI) FROM SITE

		ProblemCategoryList		FST		FIRST NAME DISCREPANCY

		ProblemCategoryList		FUL		FULL NAME DISCREPANCY

		ProblemCategoryList		SEX		GENDER DISCREPANCY

		ProblemCategoryList		ICN		ICN DISCREPANCY

		ProblemCategoryList		ID		IDENTITY THEFT

		ProblemCategoryList		LST		LAST NAME DISCREPANCY

		ProblemCategoryList		REV		LAST/FIRST NAME REVERSAL

		ProblemCategoryList		MID		MIDDLE NAME DISCREPANCY

		ProblemCategoryList		MIS		MISMATCH

		ProblemCategoryList		MMN		MOTHER'S MAIDEN DISCREPANCY

		ProblemCategoryList		MUL		MULTIPLE BIRTHS

		ProblemCategoryList		NA		NAME ANOMALY

		ProblemCategoryList		ND		NAME/DOB DISCREPANCY

		ProblemCategoryList		SSN		SSN DISCREPANCY

		ProblemCategoryList		SSD		SSN/DOB DISCREPANCY

		ProblemCategoryList		ST		STUB RECORD

		ProblemCategoryList		SUF		SUFFIX DISCREPANCY

		ProblemCategoryList		TST		TEST PATIENT

		PseudoSSNReasonList		R		Refused to provide

		PseudoSSNReasonList		S		SSN Unknown/Follow-up required

		PseudoSSNReasonList		N		No SSN assigned

		RaceList		3		American Indian or Alaska Native

		RaceList		B		Black, or African American

		RaceList		D		Decline to Answer

		RaceList		H		Native Hawaiian or Other Pacific Islander

		RaceList		U		Unknown by Patient

		RaceList		W		White

		RaceList		A		Asian

		SSNVerificationList		0		New Record

		SSNVerificationList		1		In Process

		SSNVerificationList		2		Invalid per SSA

		SSNVerificationList		3		Re-send to SSA

		SSNVerificationList		4		Verified
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		Term

		Definition



		Association

		Symbols on class diagrams used to associate the relationships between classes. They illustrate both how classes are associated as well as class inheritance between parent classes and sub classes.



		Attributes

		Classes are described by using attributes that describe the traits and the rules of a class.



		Business Architecture (BA)

		The VHA Business Architecture is used to align the business functions, sub-functions, and capabilities with the strategic goals they support and the performance objectives they are used to achieve.  The Business Architecture is also used to link the organizations, business processes, information, and applications used by each business function, sub-function or capability for future business planning.



		Business Architecture 

		An organization under the Enterprise Systems Management Office that is responsible for the creation and maintenance of the VHA Health Segment Business Architecture.  (See Health Segment and Business Architecture).  See: http://vaww1.va.gov/esm/page.cfm?pg=89



		Business Function Framework (BFF)

		The VHA Business Function Framework is the backbone of the Business Architecture.  It provides a name and a description of all of the business functions performed by the VHA, grouped by lines of business. The business functions are decomposed into sub-functions and then into capabilities with descriptions.



		Business Function Model

		See Business Function Framework



		Business Information Architecture (BIA)

		Business Information Architecture encompasses the analysis and documentation of the logical organization or structure of existing and future information domains and their entities, attributes and interrelationships that are of importance to the enterprise



		Business Information Architecture (BIA) Unit

		A unit of the Business Architecture Service program that has responsibility for the creation and maintenance of VHA’s Business Information Architecture



		Business Owner

		Employee or executive who has the principal responsibility for a business process, program, or project.



		Business Process

		“A logical, related, sequential set of activities that takes an input from a supplier, adds value to it, and produces an output to a customer"...  J. Harrington, Business Process Improvement.



		Business Process Architecture (BPA)

		Business Process Architecture is the subset of Business Architecture which represents the processes of an enterprise, so that the current process may be analyzed and improved in future.  The primary activity of BPA is Business Process Modeling, although BPA encompasses more than modeling, but also the relationship between the process modeling artifacts with those of other subsets of BA such as the information models.



		Business Process Execution Language (BPEL)

		This is an executable process modeling language. The models produced with BPEL can be used as components for driving the logic and flow of information in process automation software applications.





		Business Process Model (BPM)

		The business process model is a model of the actual business processes that the enterprise performs independently of any system or implementation considerations and organizational constraints. It can be represented as a structured methods-style model expressing business transformations (processes) and their inputs and outputs.



		Business Process Modeling Notation (BPMN)

		A standard for business process modeling that provides a graphical notation for specifying business processes in a Business Process Diagram (BPD) based on a flowcharting technique,  The objective of BPMN is to support business process management for both technical users and business users by providing a notation that is intuitive to business users yet able to represent complex process semantics.



		Business Requirements Document (BRD)

		A document produced by RAEM during the NSR process which describes the validated business requirements of a new IT system or a change to an existing one.  This document will include the information necessary to secure funding. This may include High-level models and process documentation.



		Cardinality

		A property that describes the size of the set by describing it using a cardinal number or an unknown indicator (*).



		Chief Health Informatics Office (CHIO)

		A directorate under the VHA Office of Health Information that represents the VA on regional, national, and international health informatics initiatives.  CHIO also manages several high interest clinical programs, including My HealtheVet and Bar Code Expansion



		Child Class

		Child class or subclass is a class that inherits some properties from its parent or superclass.



		Class diagram

		The base UML diagram type used for information modeling. Business Entities or nouns are represented as Classes on the diagram with attributes that describe their properties. Associations link Classes together with business rules that include cardinality, Associations roles and direction of flow.



		Conceptual Information Model

		A conceptual information model represents “concepts” (entities) and relationships between them. The conceptual model is explicitly chosen to be independent of implementation details. The aim of conceptual model is to express the meaning of terms and concepts used by domain experts to discuss the problem, and to find the correct relationships between different concepts.



		Corporate Data Warehouse

		A database containing clinical data extracted from all clinical sites used primarily for analytical purposes.  See: http://vaww.va.gov/nds



		CPP Connect

		An initiative under the Federal Health Architecture to deliver shared solutions that address the real-world business priorities of federal agencies to securely exchange health data electronically with healthcare providers and other organizations around the country.  This effort is being conducted by a consortium of federal agencies and major healthcare providers.  See: http://www.hhs.gov/fedhealtharch/tools/exchange/index.html



		Data Architecture Repository

		



		Data Consortium

		An organization of senior leaders chartered by the National Leadership Board Informatics and Data Management Committee.  This body provides guidance to VHA regarding data use, data quality, and data protection; provides support for standardizing terminology and data definitions; and works to foster consistency in national reporting.  



		Data Dictionary

		A detailed listing of all classes and their attributes and pseudonyms for an information domain.  This includes the information objects and flows that utilize the classes as well as contact information for further reference and audit trail.



		Data Objects

		A data object is the information passed between processes in a Business Process Model.  It represents a high-level collection of information. This set of information, when implemented, will be represented as a “message”, or a “service payload”, or as the data passed in a remote procedure call, depending on the technology used.  .



		Data Quality

		An office within HDI that complements and extends Departmental data management guidance and direction.  The Data Quality Program provides a strategic framework and operational support to improve the quality of data required to provide and manage health care, and works closely and collaboratively with the VA’s information technology (IT) components to implement robust data governance and quality processes.



		Data Stewardship

		The Data Stewardship Program establishes accountability for the management of organizational data and will introduce a new corporate data governance structure for VHA.  It coordinates and supports business and technical stewardship efforts for the VHA business community and works to ensure stakeholder input on clinical and operational data management/stewardship issues.



		Domain

		A domain as related to information architecture is a field or scope of related business information supporting activities of a logical segment of the business, such as patient demographic information, clinical laboratory information, or pharmacy information.  



		Enterprise Conceptual Information Model (ECIM)

		The ECIM is the enterprise representation of core information classes throughout the enterprise. The model is categorized by information domain and is intended to represent how the various information domains intersect.



		Enterprise Data Dictionary (EDD)

		



		Enterprise Logical Information Model (ELIM)

		The ELIM is the enterprise representation of all information throughout the enterprise. The model is categorized by information domain and is intended to represent all aspects of information including: classes, associations, attributes, constraints, and enumerated values.



		Enterprise Systems Management Office (ESM)

		A directorate under the VHA Office of Health Information that works collaboratively with other OHI, VHA, and VA Program Offices to develop, implement, and monitor the comprehensive portfolios of IT systems used by VHA



		Federal Enterprise Architecture (FEA)

		An initiative under the Office of Management and Budget to promote the consistent use of enterprise architecture within the federal government.  VA’s IT budget is tied to its level of compliance with the FEA.  See: http://www.whitehouse.gov/omb/e-gov/fea/



		Federal Health Architecture (FHA)

		The FHA is an E-Government Line of Business initiative which is chartered to coordinate the health-related architecture of those federal agencies which provide healthcare-related services.  The FHA is responsible for ensuring that federal agencies can seamlessly exchange health data and for leveraging federal expertise in creating a cross-agency health information interoperability architecture framework that provides a common vocabulary, simple tools and lifecycle processes.  In addition, the FHA facilitates cross-agency collaboration to create a unified federal approach in using health IT.  In other words, the FHA seeks to develop the Health Segment Architecture for the entire federal government.  See: http://www.hhs.gov/fedhealtharch/



		Federal Health Interoperability Modeling and Standards (FHIMS)

		An initiative under FHA which seeks to coordinate information architecture efforts among the federal partners in order to both reduce redundant efforts and promote common representation of shared concepts.  This initiative will also coordinate federal modeling efforts in standards development organizations thereby promoting a common set of information models as industry standards.



		Federal Segment Architecture Methodology (FSAM)

		An enterprise architecture methodology in which similar functions are architected together in major categories called segments.  These segments likely and ideally cross organizational and departmental boundaries, promoting consistency and re-use across agencies, thus maximizing the effectiveness of federal IT expenditures.  The Federal Enterprise Architecture released the Federal Segment Architecture Methodology (FSAM) in December 2008. The FSAM features easy-to-use templates that expedite architecture development and maximize architecture use.  The FSAM includes step by step guidance based on business-driven, results-oriented architecture.  The latest information regarding the FSAM use aids can be found at: www.fsam.gov .



		Health Architecture Interagency Group (HAIG)

		The HAIG is chartered to facilitate interagency cooperation and to foster collaboration on enterprise architecture sharing initiatives between DoD and VA.  The HAIG is an advisory working sub-group to DoD/VA Health Executive Council (HEC) Information Management/Information Technology (IM/IT) Work Group, co-chaired by Chief Information Officer for the Military Health System (MHS) and Chief Officer, Office of Information, Veterans Health Administration (VHA), Department of Veterans Affairs (VA).



		Health Data Informatics

		A directorate under the VHA Office of Health Information that focuses on advancing and improving the understanding of health information and electronic health records within VHA and beyond



		Health Level Seven (HL7)

		A Standards Development Organization specializing in Healthcare IT interoperability standards.  HL7 standards are required by HIPAA and are recognized by HITSP.  See: www.hl7.org



		Health Segment, Health Segment Architecture

		A “segment” under the Federal Segment Architecture Methodology which covers healthcare-related functions and processes.  Note that the Health Segment can refer to the entire federal government, as it does with respect to the Federal Health Architecture, or to an individual Department.  The VA’s Health Segment Architecture is managed by the VHA ESM Business Architecture Services program.  The VA Health Segment Architecture encompasses all healthcare-related functions in VA (primarily in VHA), but does not for example, deal with other types of Benefits such as education or home mortgages.



		Healthcare Information Technology Standards Panel (HITSP)

		HITSP is a public/private partnership created in response to Executive Order 13335 for the purpose of achieving a widely accepted and useful set of standards specifically to enable and support widespread interoperability among healthcare software applications, as they will interact in a local, regional and national health information network for the United States.  Federal agencies, including the VA, are required by law to adhere to HITSP-recommended standards that are recognized by the Secretary of HHS whenever purchasing or performing major upgrades to clinical systems.  See: www.hitsp.org



		High-level model

		A process model with at least 2 levels of decomposition. Two levels means identification of the high level tasks and then decomposition to one level of sub processes or second tier tasks.



		HL7 Reference Information Model (RIM)

		The high level canonical information model that is at the root of HL7 version 3’s information model.  Every effort is being made to stay in close alignment with the HL7 modeling style and organization.



		Information Architecture (IA)

		Information architecture is the art of expressing a model or concept of information used in activities that require explicit details of complex systems.  The primary activity of IA is the production and maintenance of Information Models, and is often thought of interchangeably with information modeling.  However, IA encompasses more than just modeling, to include the interrelationship between data models / artifacts and other portions of the Business Architecture as they fit together to define a cohesive whole picture.



		Information Domain

		A set of data elements (data, metadata, meta-metadata) that have been grouped together for some purpose.  The member data elements are typically, but not always, related to each other through some natural affinity where they are often used or thought of as a groupInformation Domains will themselves typically have metadata associated with them, identifying such things as the data stewards, business owners, associated databases, applications, and business functions. 



		Information Model

		Within the field of software engineering and data modeling an information model is an abstract, formal representation of entity types that includes their properties, relationships and the operations that can be performed on them.  The entity types in the model may be kinds of real-world objects, such as devices in a network, or they may themselves be abstract, such as for the entities used in a billing system. 



		Information Technology (IT)

		The application of computer, communications and software technology to the management, processing and dissemination of information.  The term IT is often used as a generic moniker for the organization that is responsible for development and/or maintenance of computer software systems.



		Logical Information Model (LIM):

		The representation of the information model that includes all classes and associations. This model includes all classes and their attributes for all information domains within the model.



		Lower-level model

		A decomposition of the tasks or sub-processes of the High-level model.






		Metadata

		“Data about data”; data that defines and describes the characteristics of other data, used to improve both business and technical understanding of data and data-related processes.  Business metadata includes the names and business definitions of subject areas, entities and attributes, attribute data types and other attribute properties, range descriptions, valid domain values and their definitions. Technical metadata includes physical database table and column names, column properties, and the properties of other database objects, including how data is stored. Process metadata is data that defines and describes the characteristics of other system elements (processes, business rules, programs, jobs, tools, etc.). Data stewardship metadata is data about data stewards, stewardship processes and responsibility assignments.  Metadata enables meaningful information exchange and enterprise-wide data integrity.  In addition, it can be crucial to managing applications changes as organizations evolve



		Model Driven Requirements

		Business and process requirements that are based on graphical representations which communicate business logic, resources, application specifications, system integration.



		National Information Exchange Model (NIEM)

		An Extensible Markup Language (XML)-based information exchange framework.  NIEM represents a collaborative partnership of agencies and organizations across all level of government whose purpose is to effectively and efficiently share critical information at key decision points throughout the enterprise.  NIEM is designed to develop, disseminate, and support enterprise-wide information exchange standards and processes that will enable automated information sharing.



		New Service Request (NSR)

		Requests for process improvement that are prioritized and considered for funding through internal processes managed by the VHA.

  The ESM RAEM program manages this process



		Office of Enterprise Development (OED)

		One of the eight major offices under the Office of Information and Technology, the Office of Enterprise Development is responsible for the software engineering and software development for VA’s systems.  See: http://vaww.oed.oit.va.gov/



		Office of Information and Technology (OI&T)

		This is the name of the organization headed by VA’s Chief Information Officer.  This organization delivers available adaptable, secure and cost effective technology services to the VA and acts as a steward for all VA's IT assets and resources.  See: http://vaww.va.gov/oit/intranet/



		Parent Class:

		Parent class or superclass is a class from which other classes are derived. The classes that are derived from a superclass are known as child classes, derived classes, or subclasses.



		Requirements Analysis & Engineering Management (RAEM)

		An office under the ESM directorate that: Gathers, documents, analyzes and evaluates clinical and business requirements. Analyzes and evaluates projects and programs designed to meet VHA clinical and business requirements, including analysis of costs, benefits, return on investment, cost effectiveness and suitability for meeting the stated requirements. Interprets and assesses the impact of new or proposed Congressional legislation or Administration proposals on VHA user requirements.  Provides business intelligence to support executive decision making during all stages of project and program planning, policy formulation and decision making. Translates user requirements into functional requirements through coordination with technical resources; documents system Concepts of Operations and defines requirements for VHA enterprise architecture and compliance.



		Standards and Terminology Services (STS)

		Facilitates collaboration among various teams to address process improvement



		Standards Development Organization (SDO)

		An organization that develops and promulgates standards for an industry – especially Healthcare IT interoperability.  These groups may be American National Standards Institute (ANSI) certified, or may be simply an industry consortium.  In either case, the standards that they develop are recognized within the industry.  



		Subject Matter Expert (SME)

		A person with significant experience and knowledge of a given topic or function.  Subject matter experts are expert in specific business areas and primary users and/or producers of data.  Their active involvement in decision making about data contributes to data quality, completeness and accuracy.



		Unified Modeling Language (UML):

		Language for modeling software related requirements. There are 7 different models for communicating different aspects of software ranging from UI to data objects. UML Class Diagrams are the preferred model type used to document information models in the Business Information Architecture.



		VHA Dynamic Integration Model (VDIM)

		The VDIM is a project that describes how software services will be choreographed as they collaborate to fulfill business workflows.  A key objective of this project is to represent the collaboration in Unified Modeling Language (UML) such that implementable artifacts (such as test harnesses, etc.) can be generated.



		VHA Health Information Model (VHIM)

		The VHIM is the authoritative enterprise information model for the VHA, representing the structure and content of all shared information that is exchanged across the enterprise.  The VHIM is represented in UML class models, and is aligned with industry standards, especially HL7 V3 in order to promote interoperability with external trading partners.  See: www.va.gov/VHIM/



		VHA Office of Health Information (VHA OHI, formerly VHA OI)

		An organization, headed by the VHA Chief Information Officer (CIO) formed to “support and execute VHA’s vision and mission by ensuring VA’s health care systems have the capabilities and data they need to deliver the highest quality medical care to our veterans.”  The ESM Business Architecture Service program is part of the OHI organization.
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1. introduction


The Business Information Architecture (BIA) Unit oversees and establishes Business Information Modeling (BIM), which is key, to information requirements, augmenting RAEM efforts and for modeling Information Domains. Information modeling provides orderly views of information which enable data stewardship, ensure consistency of information, and enhance interoperability. This leads to improved consistency of system development efforts due to a more comprehensive understanding of the business, information needs, and improved transparency.  Information modeling and artifact creation is used to understand and document the information storage and interchange requirements that are captured as part of systems requirements gathering and documentation.  

1.1 Purpose

The primary artifacts produced by the BIA group are Unified Modeling Language (UML) class diagrams. The purpose of this document is to aid Information Domain subject matter experts (SMEs) and other stakeholders in the understanding of these diagrams, and the bare essentials of UML.


2. UML ClaSS DIAGRAM Overview

UML class diagrams are a growing standard for Information representation among enterprise information models.  Information analysts can use Class Diagrams to represent information at various levels of stratification and detail. 


UML class diagrams use a box and relationship approach to diagramming that relates how business classes or entities relate to each other and are leveraged in the design of information structures.  The core set of UML class modeling elements used to develop class diagram models are provided below.  

2.1 Conceptual Information Models (CIM)


[image: image2.emf]

The Conceptual Information Model (CIM) is the abstracted view of the information domain being modeled. It is intended as a tool for higher level audiences. It simplifies the information view by concentrating on high level information concepts. 

2.2 Logical Information Models (LIM)


[image: image3.emf]

The Logical Information Model (LIM) - (see above) is the detailed view of the information. It is a representation of the business information requirements of the project/domain that includes all the classes in the subject area along with their attributes. The attributes are defined with their simple data types and business rules.    Models produced by BIA are not intended to represent technical design.  The Logical Information Model is still an abstracted view of the information at the business level and as it does not contain information that has not been defined as a requirement by the business.

2.3 Class Diagram notations

		Class Diagram Notation

		Description
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		Classes: Represent business ‘nouns’ (who, what, where).Examples include: persons, patients and examinations.
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«Plo personidentifier : Integer
personiame : Stiing
dateofBith : DateTime [0..1]
birthPlace : String
maritalStatus : Boolean
dateOfDeath : DateTime [0..1]







		Independent Class :  Also known as a  Parent Class.   Does not rely on another Class for identification, and can stand on its own.   In the example, Person is an Independent/Parent Class. 
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		Sub Class : Also known as an Inherited or Child Class,  The Sub Class inherits all attributes of the Parent Class plus contains any additional attributes that are unique to the Sub Class.  In the example, Patient is a Person, but a Person may not be a Patient. Annotations may be added to provide more detail of the inheritance association between the two classes.
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		Associative Class: A class that defines the attributes that exist only when two classes are ssociated.    

In this example, the Enrollment attributes only exist when a Patient is associated to a HealthInsuranceProvider 
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		Attributes: Consist of the name,  data type and a [cardinality indicator].  The characteristics that either identify or describe classes.  For instance, personIdentifier and personName are required Attributes that describe the Person.

Data Types: Defines the type of information that an attribute contains. Examples of Data Types include integer, string (text), and dates.



		1 – One Required Value

# - # Required Values 


0..1 – One Value that is not Required


* - Unknown Amount of Values (Not Required)


1..* - 1 or more values with 1 value required


#..* - # or more values with # values required

		Cardinality/Multiplicity: Indicates the number of values that an attribute may contain and whether or not values are required or optional.  In the Person diagram above, dateOfBirth is defined as optional with a maximum of one DateTime value.
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		Association Multiplicity and Roles: Notation at each end of each Association indicating the number of instances of the classes that participate in the Association.  The example shows an Encounter might have one ExamRoom associated while there may be any number of Encounters (including none) associated to an ExamRoom. Associations may also be labeled with a value that identifies the role of the Association to the class. This label is located close to the place where the Association meets the target class. In this case encounterLocation is noted on the Association.
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		Enumeration:  Method used to document valid values for a particular attribute.  The Employee class uses an Enumeration called  EmployeeTypeCd. 
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		Enumeration (cont): The list of valid values for an attribute may be represented in the model as an Enumeration class.  This lists the acceptable values in the Enumeration.  In the example,  the Enumeration of EmployeeTypeCd contains the valid  values for the attribute employeeTypeCd
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		Associations: Illustrate which classes are either inherited from or have interaction to other classes. A line with no arrows indicates that an association is bi-directional. A flat head arrow indicates a unidirectional association.  A line with a closed, unfilled arrow indicates inheritance. A hollow diamond represents a simple aggregation relationship. A composition aggregation is illustrated by a filled diamond. Usage associations illustrate when one class uses another class (usually used with enumeration representations).
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		Directed Association: Associations between classes are bi-directional by default, both classes have knowledge of the other. A Directed Association shows two classes are related, but only one class knows that the relationship exists. In this example, an Encounter is aware of its ExamRoom but the ExamRoom is not aware of its associated Encounters.
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		Inheritance Association: The ability of one class (Child class) to “inherit” the identical functionality of another class (Parent class), and then add new functionality of its own.  In the example, the Patient & Practitioner classes have an Inheritance Association with the Person class.  Notation for Inheritance is a line with a closed hollow arrowhead pointing from the Child classes to the Parent class.  
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		“Exclusive Or” Inheritance Associations: When a Parent class has multiple Child classes and an inheritance relationship should be “Exclusive Or” (only one Child class is applicable), the Inheritance associations should be combined to a single entry point to the Parent class.  In the example, a Facility Room may be an ExamRoom or a WaitingRoom, but not both.
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		Composition Aggregation: Composition is a type of Aggregation that denotes a strong dependent link between a Parent Class and its Child class(es), depicted by filled diamond head.  A simple Aggregation relationship, where the two classes are not dependent on each other, is depicted by a hollow diamond head. The diamond end in both a Composition and Aggregation relationship points toward the Parent Class or the aggregate. The relationship between Facility and Exam Room is a Composition Aggregation because it illustrates that the ExamRoom cannot exist without the existence of the Facility.
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		Class Stereotypes: Stereotype names include the surrounding “«»” characters. Classes may be tagged with a stereotype to give it special meaning and extend functionality.  For example, all Patient classes (VeteranPatient, CHAMPVAPatient, EmployeePatient) have some rules that are common to all of these classes.  The Stereotype notation indicates the existence of these rules.
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		Attribute Stereotypes: Attributes may be tagged with a stereotype to give it special meaning.   For example, the Pk Stereotype indicates the primary key for the class.  All Pk Stereotyped attributes have common rules that always apply.
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		Annotations: Added to the model to communicate more than the semantics of the UML symbols A note can be added to any diagram. Notes can optionally be attached to an element with a dotted line.


Annotations (cont):  A note that indicates some type of constraint at the class or association level is included within curly braces.






		



		Color Coding: information models use color coding to help to visually identify the type of graphic that is represented in the models.  Yellow indicates that the graphic object is a class. Light Blue indicates a class from a different domain (Domain specific models). Grey Indicates that a graphic is an enumeration. Green depicts user defined datatypes. Pink notes depict constraints on classes. Yellow notes depict notes/annotations about the model.
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